· The data analysis and interpretation in not present in the report.  
· Findings suggestions and conclusions are not appropriate. all the three should be modified or re written. all the three should be in bullet points
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Financial institutions are in the business of risk management and reallocation.Growing number of high-profile operational loss events worldwide have led banks and supervisors to increasingly view operational risk management as an inclusive discipline. Management of specific operational risks is not a new practice; it has always been important for banks to try to prevent fraud, maintain the integrity of internal controls, reduce errors in transaction processing, and so on. However, what is relatively new is the view of operational risk management as a comprehensive practice comparable to the management of credit and market risk. 'Management' of operational risk is taken to mean the 'identification, assessment, monitoring and control / mitigation' of this risk. 

                        The guidelines for management of Operational risk were issued  by RBI based on the Basel – II accord.  The banks are expected to know  its exposure to  Operational risks. The Basel Committee has put forward a framework for management and computation of  capital charge. Three options are provided  for calculating operational risk capital charges.  These are  in a ‘continuum’ of increasing sophistication and risk sensitivity and  in the order of their increasing complexity, viz., (i) the Basic Indicator Approach (ii) the Standardised Approach and (iii) Advanced Measurement Approaches.

                        The project studies the risk management methods adopted by State Bank of Hyderabad and the risk management process used by SBH in identifying and managing   the Operational risk. The main emphasis of the project work is on analyzing the customized Operational Risk  System adopted by SBH.

INTRODUCTION 
With liberalization in the Indian financial market over the past decade & growing integration of the domestic markets with foreign markets, the risk associated with the operations of the banks have become complex & large, requiring strategic management. Banks are now operating in a fairly deregulated environment & are required to determine on their own, interest rates on deposits & advances, both in domestic and foreign currencies. The interest rate on bank investments in government & other securities are also now market related. 
                        Deregulation and globalisation of financial services, together with the growing sophistication of financial technology, are making the activities of banks and thus their profiles more complex.  Evolving banking practices suggest that risks other than credit risks and market risks can be substantial. Use of more highly automated technology has the potential to transform risks from manual processing errors to system failure risks, as greater reliance is placed on integrated systems. 
                        Operational risk is a result of failure of operating system in a bank due to certain reasons such as fraudulent activities, natural disasters, human errors or omissions, use of highly automated technology, the growth of e-commerce, large-scale mergers and acquisitions and the emergence of banks as very large volume service providers. Operational risk has proved to be an important cause of huge financial losses in banks and financial institutions. 
                        Operational Risk (OR), which was initially understood as every type of unquantifiable risk faced by a bank, has now been specifically defined by regulators and recognized by banks to be critical in shaping their risk profile. This recognition has led to an increased emphasis on the importance of sound operational risk management in banks and financial institutions.
                        RBI has already issued guidelines to all banks for devising & implementing risk management systems. Risk at the apex level may be visualizes as the replica of a banks financial health being implemented due to one ore more contingent factor
RISK

Risk is a concept that denotes a potential negative impact to an asset or some characteristic of value that may arise from some present process or future event. In everyday usage, risk is often used synonymously with the probability of a known loss. 

                               The word ‘Risk’ is originated from an Italian word Risicare which means ‘to dare’. Risk is the possibility of unforeseen occurrence of an event or risk is the possibility of loss, injury, disadvantage or destruction. 
                               According to Basel committee, “Risk is the probability of the unexpected happening-the probability of suffering a loss”.

RISK MANAGEMENT

Risk management is a structured approach to managing uncertainty through, risk assessment, developing strategies to manage it, and mitigation of risk using managerial resources. The strategies include complying to the laid down systems and procedures meticulously, avoiding the risk, reducing the negative effect of the risk, and accepting some or all of the consequence of a particular risk. 
STEPS IN THE RISK MANAGEMENT PROCESS

1. Identification of risk in a select domain of interest.

2. Planning is the reminder of the process.

3. Mapping out of the following; 

· -the social scope of risk management

· -the identity and objective of stakeholders

· -the basis upon which risk will be evaluated, constraints.

       4.   Defining a frame work for the activity and an agenda for identification. 

       5.   Developing an analysis of risks involved in the process. 

       6. Mitigation of risk using available technological, human and organizational   resources.

SCOPE OF THE STUDY

The scope of the project extends as to how the Bank handles the operational risk. The risk is focused internally through understanding operational policies, regulatory guidelines of RBI, BASEL committee report & various strategies followed by the banks in measuring & mitigating the risk. A comparatives study has been made as how the bank operates well with in the prescribed limits stipulated by RBI. To know  the capital allocation for mitigation of  Operational risk as per RBI. 

OBJECTIVE OF THE STUDY

· The main aim of the project is to understand & analyze various aspects of operational risk management involved in the  banking sector. 

· To understand the various guidelines issued by RBI in relation to operational risk management.

·  To understand the applicability & adoptability of those models & guidelines suggested by RBI & BASEL COMMITTEE for operational risk management in SBH.

· The main aim is to understand the various strategies followed by the banks in general & SBH in particular for managing risks. 

· The main emphasis is to understand the guidelines issued  by BASEL & RBI & then compare how SBH is implementing the guidelines. 

RESEARCH METHODOLOGY

This talks about data collection of the project work. 

The data collection as such is divided into 

i. Primary data collection- Data collected through questionnaire survey, brain storming, opinion poll, discussion etc. 
ii. Secondary data collection- Data collected through literature survey, journals, Internet search, company records/bulletin, company reports, CD-ROM search etc.
LIMITATIONS OF THE STUDY

· There are various internals & externals factors affecting the risk & its difficulty to quantity all these factors due to various complexities of operational environment of bank as such we need to take set of assumptions both statistical & operational.

· Due to lack of information which is of confidential nature, not able to assess & develop risk management strategies. 

· Duration of the project was very limited and so the scope of the project is also limited. 

· No practical exposure in calculation and most of the information included in the project is from secondary sources. 

NEED & IMPORTANCE

The liberalization in the Indian Financial Sector has meant that there are a lot of private players in the financial sector (both as banks and non banking financial institution). And for these private players risk management is extremely essential for their survival, as they cannot rely on the Government of India to bail them out (as it might do for some of the government owned institutions). In fact, there is an increasing trend even in the public sector organization to be more aware on the risk management aspects as the government is becoming increasingly disinclined to bail out problematic institution scene means that these players have to follow all the international guidelines. 

                        Therefore it can be said that, Risk Management is the pillar of any financial business -  in fact the concept of risk is at the core of financial business. 

IMPORTANCE
As a result of various research studies, committee works that have emerges as consequences of financial disasters, various recommendations were put forth. One of the proposals was the setting up of risk management systems and process as a separate line function and integrate it into the main function of the organization. The risk management department needs to be assigned specific responsibilities like. 

1) Preparation of manual containing the operational risk management policies and procedures for self- assessment of current operational risk management policies. 

2) Suggest improvement in Management Information  System (MIS)

3) Keep monitoring the financial status of organization & its subsidiaries on regular intervals. 

4) Updates the techniques & theories of operational risk management. 

5) Keep track of changing regulatory environment & recommended to board the necessary changes. 

With the above assigned responsibilities the operational risk management need to be independent & must have the required authority. 
RECENT EVENTS
 It demands understanding of the nature of various risk types within each business lines. Basel definition of operational risk seeks to identify why a loss happened and at the broadest level includes the breakdown of operating system in a bank. In fact, Moody's estimated that the 20 largest publicized `risk events' in the past decade cost the banking sector a cumulative $23.5 bn. Major loss events, directly due to internal process failure such as Barings (1995, $1.3 bn), Allfirst (2002, $750 mn) and NAB (2004, A$360 mn) are today classified as OR events, even though the ultimate nature of the loss is related to market risk.
Operational risk has proved to be an important cause of huge financial losses in banks and financial institutions, the most recent one being the loss suffered by Societe Generale of 7.1 bn.

INDIAN SCENARIO: 
In India, RBI feels that the complexity and sophistication of the proposals restricts its universal application in emerging markets, where the banks continue to be the major segment in financial intermediation and would be facing considerable challenges in adopting all the proposals.   The New Accord would involve shift in direct supervisory focus away to the implementation issues.  Further, banks and the supervisors would be required to invest large resources in upgrading their technology and human resources to meet the minimum standards.  The increasing reliance on external rating agencies in the regulatory process would undermine the initiatives of banks in enhancing their risk management policies and practices and internal control systems.  The minimum standards set even for the Internal Rating Based (IRB) foundation approach are complex and beyond the reach of many banks.  Further, while the Basel Committee desires neither to produce a net increase nor a net decrease in minimum regulatory capital, it is felt that the current proposals are going to result in significant increase in the capital charge for banks, especially in emerging markets.  The emerging markets with their low technical skills, structural rigidities and less robust legal system, etc. would face serious implementation challenges. RBI, therefore, feels that the spirit of flexibility, universal applicability and discretion to national supervisors, consistent with the macro economic conditions specific to emerging markets ought to be preserved while finalizing the New Accord.   

REVIEW OF LITERATURE:-
The deadline for implementing Basel II, originally set for March 31, 2007, has now been extended. Foreign banks in India and Indian banks operating abroad are to meet those norms by March 31, 2008, while all other scheduled commercial banks will have to adhere to the guidelines by March 31, 2009. But the decision to implement the guidelines remains unchanged.
In India, the RBI had initially specified that the migration to Basel II will be effective March 31, 2007, though it expected banks to adopt only the rudimentary Standardised Approach for the measurement of Credit Risk and the Basic Indicator Approach for the assessment of Operational Risk. The Standardized Approach fixes risk-weights linked to external credit assessments, and then weights them using these fixed weights. The Basic Indicator Approach prescribes a capital charge of 15 per cent of the average gross income for the preceding three years to cover operational risk.
In ICRA's estimates, Indian banks would need additional capital to the extent of Rs. 120 billion to meet the capital charge requirement for operational risk under Basel II. Most of this capital would be required by the public sector banks (Rs. 90 billion), followed by the new generation private sector banks (Rs. 11 billion), and the old generation private sector banks (Rs. 7.5 billion). In ICRA's view, given the asset growth witnessed in the past and the expected growth trends, the capital charge requirement for operational risk would grow 15-20 percent annually over three years, which implies that the banks would need to raise Rs. 180-200 billion over the medium term.
                                                     In practice, to deal with this, a large number of banks have been forced to turn to the capital market to meet their additional regulatory capital requirements. ICICI Bank, for example, has raised around Rs. 35 billion, thus improving its Tier I capital significantly. Many of the public sector banks, namely Punjab National Bank, Bank of India, Bank of Baroda and Dena Bank, besides private sector banks like UTI Bank have either already tapped the market or have announced plans to raise equity capital in order to boost their Tier I capital.

STATE BANK OF HYDERABAD:-

SBH  is an associate bank of State Bank of India and one of the scheduled banks in India.It was originally a bank started by the Nizam of Hyderabad.After India’s independence these and other banks of the princely states were renamed after the Subsidiary Banks Act was passed in 1959 and turning them into subsidiaries of SBI. SBH was the first subsidiary of State Bank of India. It’s Headquarters is in Hyderabad,India.

1.HISTORY:-
It was started as a central bank of the erstwhile Nizam state called as the Hyderabad State Bank in 1941,during the reign of the last Nizam,Mir Osman AliKhan.They also managed the Osmania sikka, the currency of the Hyderabad state, which had the distinction of hang its own currency, during the British rule.

ORIGIN:

State Bank of Hyderabad was constituted as Hyderabad State Bank on August 1941 under Hyderabad State Bank Act, 1941. The Bank started with the unique distinction of being the central bank of the erstwhile State of Hyderabad, covering present-day Telangana region of Andhra Pradesh, Hyderabad- Karnataka of Karnataka and Marathwada of Maharashtra, to manage its currency - Osmania Sikka and public debt apart from the functions of commercial banking. The first branch of the Bank was opened at Gun foundry, Hyderabad on Apr. 5, 1942.
In 1953, the Bank took over the assets and liabilities of the Hyderabad Mercantile Bank. In the same year, the Bank started conducting Government and Treasury business as agent of Reserve Bank of India. In 1956, the bank was taken over by Reserve Bank of India as its first subsidiary and its name was changed from Hyderabad State Bank to State Bank of Hyderabad. The Bank became a subsidiary of the State Bank of India (SBI) on the 1st October 1959 and is one of the largest subsidiaries in terms of balance sheet size as on Mar. 31, 2009. SBH, 100% subsidiary of SBI, has a strong branch penetration in Andhra Pradesh where it has more than 50% of branch network. As on Mar. 31, 2009 SBH had an asset size of Rs 616.20 billion (26% growth over previous year) and loans portfolio of Rs 358.49 billion (28% growth over the previous year). For 2007-08, SBH reported net profit of Rs 5.57 billion on a total income of Rs 50.80 billion.

The Bank is rated number one among  the Associate Banks.

All the branches of the Bank are totally networked under Core Banking Solutions, offering a vide range of products to it’s customers. All the customers of the Bank have access to the latest technologies like Internet Banking, ATMs etc. The Bank has pan India presence and operates through more than 1000 Bank branches.

OUR MISSION
 “To achieve pre-eminence in banking and financial sectors with commitment to excellence in customer satisfaction, profit maximization and continued emphasis on development banking through a skilled and committed work force by providing training facilities and technological upgradation”.
2.ORGANISATION:-
The Bank is managed by a Board of Directors.Chairman, State Bank of India, The management team consists of Managing Director,Chief-General Manager and 6 General Managers.There are separate senior functionaries to look after  various functions and development activities.

The organizational setup is decentralized with 6 zonal offices Headed by Deputy General Managers. 25 Regional Offices attached to these Zonal Offices act as controlling Offices for brancjes.Two other Regional Offices, one at New Delhi and the other at Mumbai function as independent modules under Deputy General Managers.Apart from the above, a commercial module established at Head Office,Hyderabad by Deputy General Mnagers controls 8 major Branches which extend.
In terms of Reserve  bank of  India directions, an ad-hoc committee on procedures and performance audit on customer service in banks has been constituted in SBH,with AGM(DB) as the nodal officer and Senior Manager level officials and members.The committee would look into simplification of procedures and practices with a view to safeguarding the interests of common persons and to improve the customer service in the areas of foreign exchange transactions,government  and public debt transactions, banking operations and currency management. The  committee would also recommend for modification/rationalization  of existing RBI guidelines that could help infurther enhancing the customer service.
3.ADMINISTRATIVE SETUP:-
2.1Board of Directors:-
The Bank is governed by a Board of Directors consisting of 13 members.Of which the Chairman of SBI is the ex-Officio Chairman.

	Shri O. P. Bhatt
	Chairman

	Smt Renu Challu
	Managing Director

	Shri. C S Murthy
	Director
Nominated by the Reserve Bank of India

	Shri S. A. Thimmiah
	Director
Nominated by the State Bank of India

	Shri B S Gopal Krishna
	Director
Nominated by the State Bank of India

	Shri V. Murali
	Director
Nominated by the State Bank of India

	Shri Gopal Vaidya
	Director
Nominated by the Govt. of India

	Shri P. Narasimha
	Director
Nominated by the Govt. of India

	Shri Ramesh Datla
	Director
Nominated by the State Bank of India

	Dr. C. L. Laxmipathi Gowda
	Director
Nominated by the State Bank of India

	Prof. V. Venkata Ramana
	Director
Nominated by the State Bank of India

	Shri S Gopal Krishna
	Director
Nominated by the Govt. of India


2.2 Executive committee:-

The Executie committee consisting of fie members is vested with powers to control the routine matters that are above the powers vested in the Managing Director.
2.3 Mnagement Committee:-

The Bank has a Management Committee headed by the Managing Director and assisted by the Chief General Manager and the six General Managers to oversee the operations and management of the Bank.
2.3Head Office Credit Committee:-

The Committee headed by the Managing Director,Chief General Manager and three General Managers as members vested with the powers to sanction credit facilities upto Rs.25 Crores(Working Capital) and Rs.15Crores (term loan) and Rs.25 Crores(non-fund business) respectively.
Merchant Banking:-

Since most of the present day IPOs are launched through book building route, the Bank is mainly focussed on Debenture Trusteeship and Depository Services.

Debenture Trusteeship: The Bank has earned income of Rs.94.03 lacs during FY08 by acting as debenture trustee.
Depository Services:

The Gunfoundry branch maintains 5,743 accounts with NSDL for Depository Services and has earned income of Rs.10.04 Lacs.During the year,the Bank has entered into a franchisee arrangement with SBI Cap Securities Ltd.(SSL) for opening of Demat, Online Trading/E-broking account to its customers.The Bank has 557 online trading D-mat accounts with total turnover of Rs.6.87 crore up to March 2008.
Social Banking:

Assistance to Weaker Sections:

The total finance extended  to weaker sections stood at Rs.3,265.22 crore as at the end of March 2008 as against Rs 1,468 crore as at March 2007.Credit to women constitutes 7.23% of Adjusted Net Bank Credit [ANBC] as against the benchmark of 5%.
USER FRIENDLY SERVICES:-

· All our branches are fully computerized.
· Single Window Service facility is available.
· Extended working hours facility is available.
· Remote login terminals and telebanking system introduced at some selected branches.
· Installed 341 ATMs at different locations.ATMs are net worked with State Bank Group ATM.No charges are payable to transact in ATM of SBI and other Associates.However, service charges are payable to transact in ATMs of other bank like Andhra Bank,UTI.etc.
· Issuing ATM-cum –debit card in associaton with Master Card international.
· Sharing ATM,with ICIC, UTI and HDFC.
· Electronic Funds Transfer(EFT) system and Electronic Clearing Service(ECS) system implemented at identified centres.
· Introduced Internet Banking at select branches.
SBH SERVICES:

· General Contracting
· Trucking 
· Excavation

· Interior & Exterior Remodeling

· Painting Services

· Sewer,septic System & Drainage
SBH Services,Inc. provides top quality construction services based on customer service,project integrity, and lasting relationships.SBH communicates with clients at every level and stage of the construction process in order to avoid cost overruns.
SBH & ASSOCIATES:-

SBH & Associates, Inc. has been representing top management in the Midwest since 1962.Orginally founded as a Housewares agency to service the heavy concentration of Department Stores once based in the territory . SBH has evolved into an agency that services two distinct market segments, capitalizing on the diverse opportunities in our region:
RETAILS PRODUCT DIVISION:  Excelling in the role of manaufacturers agents to traditional retail markets including Home Centres,Mass Discounters, Farm & Ag, Hardware Distributors, and Department/Specialty Stores. Included in this division is our store support company, service plus.

WHOLEPRODUCTS DIVISION: Serving  as sales agents as well as warehousing/distributor (Design Products Distributing)  to plumbing Wholesalers, Kitchen & Bath Showrooms, Builders, Remodelers and the  The Professional Trades[image: image1.png]/hwww.sbhyd.com/include/pdf/SBH BS SCHEDULE2009.2010. pdf - Microsoft Internet Explorer
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H BALANCE SHEET AS ON 31ST MARCH, 2010
E
K (Rs. in thousands)
'SCHEDULE AS ON AS ON
31.03.2010 31.03.2009

CAPITAL & LIABILITIES

Thumbnaits

Capital 1 20,75,00 17,2500
Reserves & Surplus 2 4243,74,57| 31,91,07.82|
Deposits 3 72970,72.31 62448,90.88|
Borrowings 4 4838,41,70) 4574,47,02
Other Liabilities & Provisions 5 6527,61.44] 6490.18.56

[ASSETS

Cash and Balances with Reserve
Bank of India 5428,31.71
Balances with banks and

money at call and short notice 1527,88,74|
Investments 20981,66.16|
Advances 43679,17.45|
Fixed Assets 268,82,38

4836,02.84)

Other Assets

30032,30.39)]
1623,34,83|

32198,32.35|
2511,06,09)

Confingent Liabiiies
Bills For Collection
Principal Accounting Policies
Notes on Accounts
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Progress Over The Years

  Rs. In Crores
	Particulars 
	1970 
	1980 
	1990 
	1999-00 
	2005-06 
	2006-07 
	2007-08 

	1.  Paid-up Capital & Reserves 
	1.13 
	1.86 
	36.59 
	618.15 
	2114.02 
	2540.83 
	2694.14 

	2.  Capital Adequacy ratio 
	- 
	- 
	- 
	10.86 
	12.08 
	12.51 
	12.35 

	3.  Deposits 
	64.77 
	461.61 
	2433.56 
	12527.02 
	34024.60 
	41502.67 
	50108.30 

	4.  Advances 
	49.96 
	267.43 
	1393.59 
	6080.91 
	20863.02 
	28109.25 
	35848.75 

	                 5.  Agricultural Advances 
	8.14 
	65.89 
	317.63 
	1016.14 
	2879.35 
	3872.85 
	5289.79 

	6.  Finance to Small Scale Inds. 
	9.09 
	33.86 
	212.44 
	823.92 
	1445.57 
	1659.30 
	2391.31 

	7.  Small Business Finance 
	0.78 
	13.87 
	106.45 
	543.89 
	898.48 
	938.00 
	1129.22 

	8.  Export Finance 
	2.69 
	22.68 
	65.82 
	533.82 
	1275.11 
	1561.54 
	1724.00 

	9.  Investments 
	17.88 
	130.84 
	841.56 
	7010.22 
	14256.01 
	13919.16 
	16027.15 

	10. No. of Offices 
	230 
	459 
	703 
	1024 
	1054 
	1071 
	1096 

	11. No. of Employees 
	4301 
	8855 
	13063 
	14740 
	13108 
	12880 
	12813 


BASEL COMMITTEE RECOMMENDATIONS

The Basel Committee was established by the central-bank Governors of the Group of Ten countries at the end of 1974, meets regularly four times a year. It has four main working groups which also meet regularly. The Committee does not possess any formal supranational supervisory authority, and its conclusions do not, and were never intended to, have legal force. Rather, it formulates broad supervisory standards and guidelines and recommends statements of best practice in the expectation that individual authorities will take steps to implement them through detailed arrangements - statutory or otherwise - which are best suited to their own national systems. In this way, the Committee encourages convergence towards common approaches and common standards without attempting detailed harmonization of member countries' supervisory techniques. 

Basel – I Accord:

In 1988, the Committee decided to introduce a capital measurement system commonly referred to as the Basel Capital Accord. This system provided for the implementation of a credit risk measurement framework with a minimum capital standard i.e. Capital To Risk Weighted Assets(CRAR) of 8% by end-1992. Since 1988, this framework has been progressively introduced not only in member countries but also in virtually all other countries with internationally active banks.
Basel II Accord:

 In June 1999, the Committee issued a proposal for a revised Capital Adequacy Framework. Since the CRAR of 8% was thought to be inaccurate for 21st century. More over in Basel-I, risk weights were calculated only on the credit and market risk where as Operational Risk was not reckoned. The proposed capital framework consists of three pillars: minimum capital requirements, which seek to refine the standardized rules set forth in the 1988 Accord; supervisory review of an institution's internal assessment process and capital adequacy; and effective use of disclosure to strengthen market discipline as a complement to supervisory efforts. The Basel Committee on Banking Supervision(BCBS) proposed  the revised framework in June 2004. The Accord is popularly known as “The International Convergence of Capital Measurement & Capital Standards”. This serves as a basis for national rule-making and for banks to complete their preparations for the new framework's implementation. 

The main objective of BASEL-II is to:

· Make capital structure of banks more sensitive.

· Separate Operational risk from credit risk & calculate capital charges for each.

· Encourage banks to use the internal systems for arriving at levels of Regulatory Capital.

· Providing incentives to adopt the more advance risk sensitive approaches to the revised framework. 

· Encourages improvements in risk management combining these minimum capital requirements with supervisory review and market discipline. 

The regulatory framework of Basel II is based on the mutually reinforcing pillars as detailed below

Pillar 1: envisages that banks assess credit risk, market risk and operational risk and provide for adequate capital to cover the risk.

Pillar 2:supervisory Review process – the second pillar of the new accord provides for supervisory review of banks capital adequacy & internal risk measurement processes. RBI, the supervisory will be responsible for evaluating & ensuring that banks have sound internal processes in place which will enable them to take care of all existing and potential risks and capital adequacy requirements.

Pillar 3: Market Discipline – the Basel Committee seeks to enable market participants to access key information about a banks risk profile & level of capitalization – thereby encouraging market discipline through increased disclosures. 

Pillar 3 is intended to act as a complement to the other two pillars. 

The committee has suggested various methods of capital charges under credit, market & operational risks, which are furnished below. 

The Basel committee recommends for implementation of the new framework in member jurisdictions as of year end 2006. RBI has already issued guidelines for adoption of Basel – II framework w.e.f 01.04.2006 by them. Accordingly, banks are computing their CRAR under  prudential guidelines as well as Basel – II. Initially, to start with banks in India will implement the standardized approach for credit & market risk & Basic indicator approach for operational risk for computation of the risk weights. Banks will be allowed to adopt the advanced approaches under Credit, Market & Operation risk after due approval of RBI.

Pillar I : Capital Allocation for Operational Risk:

The Basel Committee has put forward a framework consisting of three options for calculating operational risk capital charges in a ‘continuum’ of increasing sophistication and risk sensitivity. These are, in the order of their increasing complexity, viz., (i) the Basic Indicator Approach (ii) the Standardised Approach and (iii) Advanced Measurement Approaches.

The Basic Indicator Approach:

banks have to hold capital for operational risk equal to a fixed percentage (alpha) of a single indicator which has currently been proposed to be “gross income”. This approach is available for all banks irrespective of their level of sophistication. The charge may be expressed as follows:
         KBIA = [ ∑ (GI*() ]/n, 

Where 

KBIA = the capital charge under the Basic Indicator Approach.

GI = annual gross income, where positive, over the previous three years

( = 15% set by the Committee, relating the industry-wide level of required capital to the industry-wide level of the indicator. 

n = number of the previous three years for which gross income is positive.

The Basel Committee has defined gross income as net interest income and has allowed each relevant national supervisor to define gross income in accordance with the prevailing accounting practices. gross income has been defined as follows by the Reserve Bank of India.

	Gross income = Net profit (+) Provisions & Contingencies (+) operating           expenses (Schedule 16) (-) profit on sale of HTM investments (-)income from insurance (-) extraordinary / irregular item of income (+) loss on sale of HTM investments


The Standardized Approach:

1. Under the Standardised Approach, banks’ activities are divided into 8 business lines against each of which, a broad indicator is specified to reflect the size or volume of banks’ activities in that area. The table below shows the proposed business lines and indicator.

	Business Lines
	Indicator
	Beta factors (%)
	Beta values (%)

	Corporate finance
	Gross income
	(1
	18

	Trading and sales
	Gross income
	(2
	18

	Retail banking
	Gross income
	(3
	12

	Commercial banking
	Gross income
	(4
	15

	Payment and settlement
	Gross income
	(5
	18

	Agency services 
	Gross income
	(6
	15

	Asset management
	Gross income
	(7
	12

	Retail brokerage
	Gross income
	(8
	12


Within each business line, the capital charge is calculated by multiplying the indicator by a factor (beta) assigned to that business line. Under this approach, the gross income is measured for each business line and not for the whole institution. However, the summation of the gross income for the eight business lines should aggregate to the gross income of the bank as computed under the Basic Indicator Approach. The total capital charge under the Standardised Approach is calculated as the simple summation of the regulatory capital charges across each of the business lines. 
2. The total capital charge may be expressed as follows:

         KTSA = {(1-3 years  max [∑ (GI1-8*(1-8 ),0]}/3

Where: 

KTSA = the capital charge under the Standardised Approach

GI1-8 = annual gross income in a given year, for each business lines

(1-8 = a fixed percentage, set by the Committee, relating the level of required capital to the level of the gross income for each of the 8 business lines.

Advanced Measurement Approaches (AMA):

Banks world over are in the process of developing different methodologies for measurement of operational risk capital charge. In view of this, the Basel Committee has been less prescriptive in respect of the advanced measurement approaches which would be based on an estimate of operational risk derived from a bank’s internal risk measurement system and are, therefore, expected to be more risk sensitive than the other two approaches. 
]
Under the AMA, banks would be allowed to use the output of their internal operational risk measurement systems, subject to qualitative and quantitative standards set by the Committee. For certain event types, banks may need to supplement their internal loss data with external, industry loss data. The qualitative standards would address the bank’s operational risk management environment, processes, and risk control efforts. The quantitative standards would include a supervisory soundness standard that all internally generated risk estimates would have to meet, as well as criteria for the definition of operational risk embedded in the risk measurement system, the use of internal and external loss data, and validation of parameters and system output. The eligibility criteria for banks wanting to use the AMA will include qualitative standards covering their operational risk management structure, processes and environment, and quantitative standards governing internal estimates used in the AMA calculations. 

The approaches that banks in other territories are currently developing fall under three broad categories. These are the Internal Measurement Approaches (IMA), Loss Distribution Approaches (LDA), and Scorecard Approaches.
Internal Measurement Approaches:

The approach assumes a fixed and stable relationship between expected losses (the mean of the loss distribution) and unexpected losses (the tail of the loss distribution). This relationship may be linear – implying the capital charge would be a simple multiple of expected losses; or non-linear – implying that the capital charge would be a more complex function of expected losses. 
The IMA calculations are generally based on a framework that divides a bank’s operational risk exposures into a series of business lines and operational risk event types. In such a framework, a separate expected loss figure is calculated for each business line/event type combination. Typically, expected losses are calculated by combining estimates of loss frequency and severity for various business line/event type combinations, based on internal and, where appropriate, external loss data, along with a measure of the scale of business activities for the particular business line in question. While these elements can be specified in a variety of ways, in general they can be described as follows:
PE: The probability that an operational risk event occurs over some future horizon. 
LGE: The average loss given that an event occurs.

EI: An exposure indicator that is intended to capture the scale of the bank’s activities in a particular business line.
Combining these parameters, the IMA capital charge for each business line (i) /event type (j) combination (Ki,j) would be:

Ki,j = (i,j *EIi,j * PEi,j * LGEi,j = (i,j*ELi,j.

In this formula, a linear relationship between expected losses and the tail of the distribution is assumed, and the parameter (i,j translates the estimate of expected losses (EL) for business line (i)/ event type (j) (ELi,j) into a capital charge. The ( for each business line/event type combination would be specified by banks (possibly via consortia) and subject to acceptance by supervisors. The overall capital charge is generally calculated as the sum of the capital charges for individual business line/event type cells.
Loss Distribution Approaches (LDA):

Under loss distribution approaches, banks estimate, for each business line/risk type cell, or group thereof, the likely distribution of operational risk losses over some future horizon (for instance, one year). The capital charge resulting from these calculations is based on a high percentile of the loss distribution. As with internal measurement approaches, this overall loss distribution is typically generated based on assumptions about the likely frequency and severity of operational risk loss events. In particular, LDAs usually involve estimating the shape of the distributions of both the number of loss events and the severity of individual events. These estimates may involve imposing specific distributional assumptions (for instance, a Poisson distribution for the number of loss events and lognormal distribution for the severity of individual events) or deriving the distributions empirically through techniques such as boot-strapping and Monte Carlo simulation.
                                                       The overall capital charge may be based on the simple sum of the operational risk “VaR” for each business line/risk type combination – which implicitly assumes perfect correlation of losses across these cells – or by using other aggregation methods that recognise the risk-reducing impact of less-than-full correlation. 
This method differs from internal measurement approaches in one important respect: it aims to assess unexpected losses directly rather than via an assumption about the relationship between expected loss and unexpected loss. That is, internal measurement approaches estimate a single parameter of the overall loss distribution, expected losses, and assume that the relationship between expected and unexpected loses (essentially, the shape of the loss distribution) is fixed regardless of the level of expected losses and how the various components of expected loss – frequency, severity, and scale – are combined. In contrast, the loss distribution approaches allow this distribution to vary with both the level of expected losses and with variation in its components. Thus, there is no need for the determination of a multiplication (gamma) factor under the approach. At present, several kinds of LDA methods are being developed and no industry standard has emerged.
Scorecard Approaches:

A range of scorecard approaches is being developed with some banks already operating a system of economic capital allocation based on such an approach. In this approach, banks determine an initial level of operational risk capital at the bank or business line level, and then modify these amounts over time on the basis of ‘scorecards’ that attempt to capture the underlying risk profile and risk control environment of the various business lines. These scorecards are intended to bring a forward-looking component to the capital calculations, that is, to reflect improvements in the risk control environment that will reduce both the frequency and severity of future operational risk losses. The scorecards may be based on actual measures of risk, but more usually identify a number of indicators as proxies for particular risk types within business units/lines. The scorecard will normally be completed by line personnel at regular intervals and subject to review by a central risk function.

In order to qualify for the AMA, a ‘scorecard’ approach must have a sound quantitative basis, with the overall size of the capital charge being based on a rigorous analysis of internal and external loss data. In some cases, scorecard approaches are based on initial estimation methods that are similar to those used in internal measurement or loss distribution approaches. Where the scorecard approach differs from these approaches is that it relies less exclusively on historical loss data in determining capital amounts. Instead, once the size of the capital charge has been determined, its overall size and its allocation across business lines may be modified on a qualitative basis. Nevertheless, historical loss data must be used to validate the results of scorecards, with adjustments to capital size or allocation based upon such results.

GUIDELINES ON OPERATIONAL RISK MANAGEMENT

Definition:

Definition of operational risk has evolved rapidly over the past few years. At first, it was commonly defined as every type of unquantifiable risk faced by a bank. However, further analysis has refined the definition considerably. Operational risk has been defined by the Basel Committee on Banking Supervision as ‘the risk of loss resulting from inadequate or failed internal processes, people and systems or from external events’. This definition is based on the underlying causes of operational risk. It seeks to identify why a loss happened and at the broadest level includes the breakdown by four causes: people, processes, systems and external factors.    
Likely forms of manifestation of operational risk

A clear appreciation and understanding by banks of what is meant by operational risk is critical to the effective management and control of this risk category. It is also important to consider the full range of material operational risks facing the bank and capture all significant causes of severe operational losses. Operational risk may manifest in a variety of ways in the banking industry. The examples of operational risks listed at paragraph 1.2 above can be considered as illustrative.

The Basel Committee has identified the following types of operational risk events as having the potential to result in substantial losses:
· Internal fraud. For example, intentional misreporting of positions, employee theft, and insider trading on an employee’s own account.

· External fraud. For example, robbery, forgery, cheque kiting, and damage from computer hacking.

· Employment practices and workplace safety. For example, workers compensation claims, violation of employee health and safety rules, organised labour activities, discrimination claims, and general liability.

· Clients, products and business practices. For example, fiduciary breaches, misuse of confidential customer information, improper trading activities on the bank’s account, money laundering, and sale of unauthorised products.

· Damage to physical assets. For example, terrorism, vandalism, earthquakes, fires and floods.

· Business disruption and system failures. For example, hardware and software failures, telecommunication problems, and utility outages.

· Execution, delivery and process management. For example: data entry errors, collateral management failures, incomplete legal documentation, and unauthorized access given to client accounts, non-client counterparty misperformance, and vendor disputes. 

An examination of event types in the Indian context gives an impression that some of these are not identified, assessed and accounted for in as much detail as perhaps some are.

Organisational Set-up and Key Responsibilities for Operational Risk Management:

Board of Directors of a bank is primarily responsible for ensuring effective management of the operational risks in banks. The Board would include Committee of the Board to which the Board may delegate specific operational risk management responsibilities The Framework should be based on appropriate definition of operational risk which clearly articulates what constitutes operational risk in the bank and covers the bank’s appetite and tolerance for operational risk. The Board of Directors should be responsible for establishing a management structure capable of implementing the bank's operational risk management framework. Since a significant aspect of managing operational risk relates to the establishment of strong internal controls, it is particularly important that the Board establishes clear lines of management responsibility, accountability and reporting.

                       Senior management should have responsibility for implementing the operational risk management framework approved by the Board of Directors. The framework should be consistently implemented throughout the whole banking organisation, and all levels of staff should understand their responsibilities with respect to operational risk management. To translate operational risk management framework established by the Board of Directors into specific policies, processes and procedures that can be implemented and verified within the different business units. 
                                To ensure bank’s activities are conducted by qualified staff with the necessary experience, technical capabilities and access to resources, and that staff responsible for monitoring and enforcing compliance with the institution’s risk policy have authority independent from the units they oversee. 

To ensure that the bank’s operational risk management policy has been clearly communicated to staff at all levels

Policy Requirements and Strategic Approach:

The operational risk management framework provides the strategic direction and ensures that an effective operational risk management and measurement process is adopted throughout the institution. Each institution's operational risk profile is unique and requires a tailored risk management approach appropriate for the scale and materiality of the risk present, and the size of the institution. There is no single framework that would suit every institution; different approaches will be needed for different institutions.
The key elements in the Operational Risk Management process include –

· Appropriate policies and procedures;

· Efforts to identify and measure operational risk

· Effective monitoring and reporting

· A sound system of internal controls; and

· Appropriate testing and verification of the Operational Risk Framework.

    Each bank must have policies and procedures that clearly describe the major elements of the Operational Risk Management framework including identifying, assessing, monitoring and controlling / mitigating operational risk.The policies and procedures should all aspects including a discussion of qualitative factors and risk mitigants, testing and verification of processes and procedures and other factors that affect the measurement of operational risk.Also checking for compliance management controls.
The institution can decide upon the mitigants for minimizing operational risks rationally, by looking at the costs of putting in mitigants as against the benefit of reducing the operational losses

Identification and Assessment of Operational Risk:

Risk identification is paramount for the subsequent development of a viable operational risk monitoring and control system. Effective risk identification should consider both internal factors (such as the bank’s structure, the nature of the bank’s activities, the quality of the bank’s human resources, organisational changes and employee turnover) and external factors (such as changes in the industry and technological advances) that could adversely affect the achievement of the bank’s objectives.  

There are various contributing factors for operational risks like people risk, process risk, system risk, legal risk etc.

The first step towards identifying risk events is to list out all the activities that are susceptible to operational risk.  Usually this is carried out at several “levels”. 

In each level the bank identifies various business lines and product groups.

Risk events are associated with the people, process and technology involved with the product can be recognized by Experience, Judgment, Intuition, Linked Events etc.

Assessment of Operational Risk:

In addition to identifying the risk events, banks should assess their vulnerability to these risk events. Effective risk assessment allows a bank to better understand its risk profile and most effectively target risk management resources.   Amongst the possible tools that may be used by banks for assessing operational risk are:

· Self Risk Assessment:  A bank assesses its operations and activities against a menu of potential operational risk vulnerabilities. This process is internally driven and often incorporates checklists and/or workshops to identify the strengths and weaknesses of the operational risk environment. Scorecards, for example, provide a means of translating qualitative assessments into quantitative metrics that give a relative ranking of different types of operational risk exposures. Some scores may relate to risks unique to a specific business line while others may rank risks that cut across business lines. Scores may address inherent risks, as well as the controls to mitigate them.   

· Risk Mapping:  In this process, various business units, organisational functions or process flows are mapped by risk type. This exercise can reveal areas of weakness and help prioritise subsequent management action.

· Key Risk Indicators: Key risk indicators are statistics and/or metrics, often financial, which can provide insight into a bank’s risk position. These indicators should be reviewed on a periodic basis (such as monthly or quarterly) to alert banks to changes that may be indicative of risk concerns. Such indicators may include the number of failed trades, staff turnover rates and the frequency and/or severity of errors and omissions.  
Measurement:

A key component of risk management is measuring the size and scope of the bank’s risk exposures. Banks' may develop risk assessment techniques that are appropriate to the size and complexities of their portfolio, their resources and data availability. A good assessment model must cover certain standard features. An example is the “matrix” approach in which losses are categorized according to the type of event and the business line in which the event occurred. Assessment should take account of both historical and potential risk events. 

Banks should implement a process to regularly monitor operational risk profiles and material exposures to losses. There should be regular reporting of pertinent information to senior management and the Board of Directors that supports the proactive management of operational risk.

Monitoring of Operational Risk:

By specifying business lines, banks will be able to crystallise the assessment processes to the underlying operational risk and the regulatory framework. Thus, by specifying business lines, the line managers will be aware of operational risk in their line of business.  The various products launched by the banks are to be mapped to the relevant business line. Bank must develop specific policies for mapping a product or an activity to a business line and have the same documented to indicate the criteria. Senior management should receive regular reports from appropriate areas such as business units, group functions, the operational risk management unit and internal audit.
.  The various products launched by the banks are to be mapped to the relevant business line. Bank must develop specific policies for mapping a product or an activity to a business line and have the same documented to indicate the criteria.  The following are the eight recommended business lines. Banks are required to align their business activities as per these eight business lines.  

1. Corporate finance

2. Trading and sales

3. Retail banking

4. Commercial banking

5. Payment and settlement

6. Agency services

7. Asset management

8. Retail brokerage

Operational Risk Loss Events:

The tracking of individual  internal event data is an essential prerequisite to the development and functioning of operational risk measurement system.Bank’s internal loss data must be comprehensive in that it captures all material activities and exposures from all appropriate sub-systems and geographic locations.Banks must track individual internal loss data viz. actual loss, potential loss, near misses, attempted frauds etc. and map the same into the relevant categories. The loss data even collected must be analysed loss event category and business line wise.
Control/Mitigation of Operational Risk:

Although a framework of formal, written policies and procedures is critical, it needs to be reinforced through a strong control culture that promotes sound risk management practices. A system of effective internal controls complying  with laws and regulations as well as policies, plans, internal rules and procedures, and decrease the risk of unexpected losses or damage to the bank’s reputation is a critical component of bank management and a foundation for the safe and sound operation of banking organisations.

                                          An effective internal control system requires that an appropriate control structure is set up, with control activities defined at every business level. These should include: top level reviews; appropriate activity controls for different departments or divisions; physical controls; checking for compliance with exposure limits and follow-up on non-compliance; a system of approvals and authorisations; and, a system of verification and reconciliation.

  Adequate internal controls within banking organisations must be supplemented by an effective internal audit function that independently evaluates the control systems within the organisation. Internal audit is part of the ongoing monitoring of the bank's system of internal controls and of its internal capital assessment procedure, because internal audit provides an independent assessment of the adequacy of, and compliance with, the bank’s established policies and procedures. Banks should have policies, processes and procedures to control and/or mitigate material operational risks. Banks should periodically review their risk limitation and control strategies and should adjust their operational risk profile accordingly using appropriate strategies, in light of their overall risk appetite and profile.

                                                   For all material operational risks that have been identified, the bank should decide whether to use appropriate procedures to control and/or mitigate the risks, or bear the risks. For those risks that cannot be controlled, the bank should decide whether to accept these risks, reduce the level of business activity involved, or withdraw from this activity completely. Control processes and procedures should be established and banks should have a system in place for ensuring compliance with a documented set of internal policies. .  Classification of operational loss event into various risk categories based on frequency and severity matrix prioritise the events to be controlled and tracked. Audit benchmarks can be set for high loss events.  Moreover, not all risk events can be controlled (e.g., natural disasters). Risk mitigation tools or programmes can be used to reduce the exposure to, or frequency and/or severity of, such events. Banks should also establish policies for managing risks associated with outsourcing activities. Banks should have in place contingency and business continuity plans to ensure their ability to operate on an ongoing basis and limit losses in the event of severe business disruption.  
Independent Evaluation of Operational Risk Management Function:

The bank’s Board of Directors has the ultimate responsibility for ensuring that senior management establishes and maintains an adequate and effective system of internal controls. Internal audit is part of the ongoing monitoring of the bank's system of internal controls because internal audit provides an independent assessment of the adequacy of, and compliance with, the bank’s established policies and procedures.

The scope of internal audit will broadly cover the review of the application and effectiveness of operational risk management procedures and risk assessment methodologies, management and financial information systems, including the electronic information system and electronic banking services, the means of safeguarding assets, the bank’s system of assessing its capital in relation to its estimate of operational risk, the systems established to ensure compliance with legal and regulatory requirements, codes of conduct and the implementation of policies and procedures.
Analysis and interpretation:-
RBI issued guidelines for compliance with BASEL-II accord for the banks having presence abroad by 31st march, 2008.Though, SBH is not having presence abroad, under State Bank Group approach SBI and its seven associates have migrated to BASEL-II by 31stmarch, 2008.
An effective ORM framework in accordance with the Basel-II Accord, operational risk management guidelines of RBI and international good practices is presented.
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The bank is inline with BASEL and RBI guidelines has undertaken major initiatives required for compliance with Operational Risk Management Guidelines. The bank has put in place a Risk Governance Structure.

Integrated Risk Management Governance structure (IRGS):


















 The overall supervision of risk management function lies with the Board. Various committiees which oversee the function of risk management are as under:

· Risk Management Committee of the Board.

· Operational Risk Management Committee

· Operational Risk Management Department 

· Operational Risk Managers

· Support Group for operational risk management

The bank has put in place various policies like:

· The integrated Risk Management Vision Statement

· The integrated Risk Management policy

· Operational Risk Management policy

· Credit risk and Collateral Management policy

· Internal Capital Adequacy and Assessment policy

· Credit risk policy

· Market risk policy

The bank has established a separate division i.e., Operational Risk Management Division under the control of Integrated Risk Management Department to directly oversee the function of Operational Risk Management.

Risk Identification:

The identification of operational risk in an organization is a challenge across the world. BASEL suggested that the banks identify risks in entire products, processes, activities.

The branches of SBH are spread across the country and are placed under different modules constituted mainly with geographical clusters. The bank had followed a method for selction of branches as a sample representing the main activity of the bank for identification of risks.

The following criteria was followed for selection of sample branches:

· Branches with highest business volume (Advances + Deposits) in a module from each of the above business activity.

· Each business activity is further divided into the three audit ratings i.e. A+, A and B. if the three branches according to business volume are falling in a business activity, it is ensured that the branch with the highest business volume from each of the audit rating is selected as a sample.

· 15 branches from each module are generally picked up so as to make the sample of 116 branches represent the entire bank.

It was ensured that the sample represents all the modules geographically and separate audit rating wise so as to reflect the identification of risks at the best and worst rated branches under all major business activities.

Development of Risk Frameworks for various Business activities:

Proforma:

	Sl No.
	Key Product
	Key Processes
	Key Activities
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	3
	4
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Non-Significant
	Causal factors
	Operational Risk Drivers
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Self Risk Assessment:

Risk validation as explained in the previous steps generates risks which are significant.  These significant risks are then  assessed by different groups of experienced personnel and rated on a scale of  likelihood of occurrence and significance of impact.  

Steps to be taken by ORM Div., IRMD in respect of Risk Assessment.

Focus Groups:

The Focus Group will examine the aggregated risks / risks identified as significant. The significant risks are to be measured on a scale of 1 to 5 for its likelihood and impact. The Focus Group to measure risks with their experience, judgment and intuition.  The assessment of risks by Focus Group are formed into a Risk matrix or Heat maps categorizing the risks as critical, high, medium etc.. The Focus Group to further draw mitigation plans, action plan for implementation and fix the ownership and the time frame.

The details of risk assessment scale are as under:

	Parameters


	Scale

	Likelihood of occurrence: 

The probability that the risk will occur, given the risk management practices currently in place to manage the risk.


	1. Very low likelihood

2. Low likelihood

3. Moderate likelihood

4. High likelihood

5. Very high likelihood



	Significance of impact: 

The severity of an occurrence of risk that would adversely impact the Business Unit unit’s ability to carry its processes/ operations.


	1. Very low impact

2. Low impact

3. Moderate impact

4. High impact

5. Very high impact




Thresholds need to be defined for classification of risks into Critical, High,  Medium, Medium-Low or Low.  The following thresholds for such classification are adopted. Thresholds are subject to modification by the Bank based on its changing risk perceptions. 
	Threshold
	Exposure

	If likelihood is greater than 4 and impact is greater than 3 or vice versa
	Critical

	For risks which are not classified as “Critical” and

(If likelihood is greater than 4 and impact is greater than 2 or vice versa)

or

(both likelihood and impact is greater than 3)
	High

	For risks which are not classified as “Critical”, “High” and

(If impact is greater than 4 or likelihood is greater than 4)

or

(If likelihood is greater than 2 and impact is greater than 3 or vice versa)
	Medium

	For risks which are not classified as “Critical”, “High”, “Medium” and

(If likelihood is greater than 2 and impact is greater than 4 or vice versa)

or

(both likelihood and impact is greater than 2)
	Medium-Low

	For risks which are not classified as any of the above i.e. the likelihood is less than or equal to 3 and impact less than or equal to 2 or vice versa
	Low


Risk mitigation and control : 

a) The Focus Groups shall suggest mitigating plans/ controls in respect of risks assessed as Critical, high, medium and identify the action plan owners at ZOs / ROs / branches / HO Depts. to implement mitigation plans and fix timelines within which controls to be implemented.
b)  The mitigation plans can be drawn with action points which can be implemented immediately and at a later date where further examination is required to mitigate the risk perception completely. The ORM Div., IRMD, HO will coordinate with various Depts. Eg., in case of an IT risk identified by a branch, mitigation plans will  be drawn in consultation with IT department.  Similarly HRD department will be consulted for Training related action plan.

c) The mitigation plans once finalized to be reported to the ORM Div, HO. The same will be placed before ORMC for its approval.

d) Once ORMC has approved the mitigation plans, time frame, action plan owners, the same will be forwarded to OR Coordinators for its implementation.
Risk monitoring and reporting:

a) Risk reporting under RCSA involves:

· Aggregation of significant risks of modules / HO depts.. 

· Developing an overall risk profile of Branches & HO Depts.

· Comparison of risks emanating from RCSA with actual risk experience captured in the Loss Database.

· Reporting the results periodically to various functionaries i.e. Chief Risk Officer, ORM Committee, RMCB / Board.

· Communicating RCSA results with the connected departments 

b) Risk Monitoring includes: 

· Monitoring of implementation of action plans on regular basis.

· Monitoring changes in processes, product, activities and update the risk frameworks.

· Setting risk tolerance limits and Key Risk Indicators (KRI) with respect to significant risks after the required data is captured.

c) The function of risk reporting and monitoring lies with ORM Div. However, the modules / select HO Depts. also report the significant events to ORM Div for submission to CRO etc.
OPERATIONAL RISK REPORTING

Areas of reporting 

Different types of operational loss risk reporting would be done for different levels of management.  Reporting would be done and for different time periods viz. monthly, quarterly and annually.  An indicative list of reports for different management levels proposed is as follows:
	Sl.No
	Name of the Report
	Board
	RMCB
	ORMC

	1
	Top 10 loss events of Zone/ SBH (Aggregate) L1 and L3 wise, Business-wise, Business-mix wise and trends of L1 – Zone-wise  & Bank-wise
	Q
	Q
	Q

	2
	Review of capital management (including OR Capital Charge)


	A
	A
	A



	3
	Audit assurance on risk management


	A
	A
	A

	4
	Significant pending OR related litigations
	
	Q
	Q

	5
	OR capital charge
	
	Q
	Q

	6
	Scenario analysis results vis-à-vis actual loss experience
	
	A
	A

	7
	Progress with respect to implementation of action plans for significant risks
	
	
	M

	8
	OR exposure analysis (Business line wise, geographical location wise, trends)
	
	Q
	Q

	9
	RCSA results top 10 risk events Zone-wise / Bank-wisereflecting significant Business Unit risks including comparison with actual loss (if held quarterly)
	
	
	Q

	10
	State of Operational risk management
	
	
	A

	11
	Scenario analysis (AMA) results vis-à-vis actual loss experience
	
	
	A


A = Annually,  Q = Quarterly,  M = Monthly

The reporting as mentioned above is to be implemented in a phased manner and has a direct linkage with stages of implementation of ORM systems in the Bank.

Reporting and analysis of actual loss events :

· The operational risk coordinators at modules shall track and analyze the loss data. All significant loss events along with the details of action initiated / proposed to taken should be reported to ORM Division, IRMD, HO.

· Various reports can be generated with the risk event data at desired periodic intervals. The following reports are proposed to be generated by ORM Div., HO and reports required by modules by Module Coordinators.

Comparison of RCSA results and actual loss history for each business line event category wise

· Once internal loss database is established at the Bank and loss data collection exercise is initiated, comparison of actual loss events shall need to be carried out with the self assessment results for each Business Unit line event category wise.

· These comparisons shall enable the senior management and ORMC to assess the efficacy of RCSA and extent of reduction of actual loss occurrence.

· These comparative results shall also throw those risks which were not identified or assessed in RCSA, thus incorporating actual loss experience in RCSA.

· These comparative reports shall be generated by ORM Div., IRMD through RCSA tool which shall provide adequate linkages with actual loss database.

·  These comparisons shall be carried out as and when a RCSA cycle is completed.

Integration of RCSA with Internal Audit 

CM (OR), Manager (RCSA, Head Office) shall coordinate with Inspection Dept. to incorporate significant risks identified in RCSA rollout results in Audit Report Formats (‘ARF’s) of respective Business segments so as to strengthen the compliance level. 

Capture of Loss data:

The financial status of the loss events are  grouped under the following  four experiences of loss events. OR loss means, loss incurred / expenditure incurred to resume normal functioning.

· Actual Loss (where loss is actually incurred) : The expenditure / loss actually debited to expenses accounts like charges, suspense and PB account, write off a/c  etc. (non-credit related items only) are to be treated as actual loss.

· Near Misses (Where no loss is incurred) : Experiences which are averted a possible loss / expenses to the branch are treated as near misses. Eg. Detection of a forged cheque and its non-payment.

· Potential Loss (Where no loss is incurred): A loss capable of striking but not yet occurred.

· Attempted Frauds (Where no loss is incurred): Any frauds attempted by staff / outsiders and prevented. Frauds which were already crystallized are to be included in actual loss only.

For the purpose of loss data , we have to collect information about the gross loss amount, date of the event, any recoveries and descriptive information about the causes of the loss event.  The descriptive information should be commensurate with the size of the gross loss amount.
The information relating to loss events may be obtained from the following:

     1)From Charges Vouchers:

· The expenditure incurred by way of debiting to charges account, to resume normal business may be treated  as loss events. Resuming normal business means expenses / loss not normally expected in conduct  of business. Normal expenses are like rent, electricity, medical bills, telephone bills, upkeep of premises, cleaning / sweeping expenses are not loss events. (List of loss events enclosed as annexure-V)

· The expenditure which can be treated as ‘loss event’ can be obtained by scrutiny of vouchers at the end of the day or on the following day and the loss events out of the expenses are to be captured.

· It is difficult to imagine all possible loss events that would be experienced by all branches and list out the same. However, though not exhaustive, certain possible loss events are furnished at the end of this chapter.

       2)From Protested Bills vouchers:

· Debits to Protested Bills account due to operational issues like payment of damages awarded by courts of law, any claims paid pending finanlisation of any issues may also be captured as loss events. Eg: Claim paid due to payment of forged cheque, cash shortage  debited to PB account etc. 

· However, debits raised to PB accounts relating to credit (Loans & advances) are  not treated as loss events. 

3)Income due but not received:

· The Income normally expected to be received but not received or fully received to be treated as loss event and captured. When recoveries are made the same be recorded against the relevant loss event. The following leakages of income may be considered for the above purpose.
· Commission

· Exchange

· Discount

· Interest

· Service Charges

· Locker rents due
· Exchange: (not collected / Less collected)
A report with ID No; SY0630-01 from report folder may be generated. The report to be verified for shortfall in collection of exchange amount from the columns “actual” and “calculated”. The official checking VVR to identify the shortfall and make a suitable note for loss data capturing.

· Excess interest paid on term deposits. The information can be obtained from exception report and excess interest paid, if any, to be recorded and captured as loss event.

· Service Charges: Processing charges / inspection charges / upfront fee / EM Charges / Out of pocket expenses (wherever applicable), BGs, Bills discounted / purchased etc. less collected / not collected are to be obtained and recorded.

Conclusions, Findings, Suggestions

FINDINGS

CONCLUSION

To carry on the function of risk management as a separate line functions, the bank has set up a risk management department & also constituted a operational risk management committee. 

SUGGESTIONS

The banks should identify the gaps in the existing management practices, policies and strategies for complying with the guidelines.

The bank should provide the right level of audit and control to highlight  what done, when it is done and provide audit record.

Regulatory and legal issues should be taken in to account while setting up the risk management system. 

Bank should upgrade to Advanced  Measurement Approaches after the approval of RBI so as to minimize the capital charge.
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Annexure

Classification of Loss Events
	Category (Level 1)
	Category (Level2)
	Category (Level 3)

	1. Internal Fraud:

Losses due to acts of a type intended to defraud, misappropriate property or circumvent regulations, the law or company policy, excluding diversity / discrimination events, which involves at  least one internal party 
	1.Unauthorized activity


	1.Transactions not reported  

 (intentional)

	
	
	2.Transaction type unauthorized (monetary loss)

	
	
	3. Mismarking of position (intentional) 

	
	
	4. Loss due to Internal Fraud-Non Borrowal accounts

	
	
	5.Loss due to Internal Fraud- Borrowal accounts

	
	2.Theft and Fraud
	1. Fraud / credit fraud / worthless deposits

	
	
	2.Theft / extortion / embezzlement / robbery

	
	
	3. Misappropriation of assets

	
	
	4. Malicious destruction of assets

	
	
	5. Forgery

	
	
	6. Check kiting

	
	
	7. Smuggling

	
	
	8. Account take-over / impersonation / etc.

	
	
	9.Tax non-compliance / evasion (willful)

	
	
	10. Bribes / kickbacks

	
	
	11. Insider trading (not on bank’s account)

	2. External Fraud:

Losses due to acts of a type intended to defraud, misappropriate property or circumvent the law, by a third party
	1.Theft and Fraud
	1. Theft / robbery

	
	
	2. Forgery

	
	
	3. Cheque Kiting

	
	
	4. Loss due to external Fraud-Non Borrowal accounts

	
	
	5. Loss due to external Fraud- Borrowal accounts

	
	
	6. Loss due to Dacoity, cash in transit, Business Unitrglary, theft etc.

	
	
	7.Recovery of forged notes by RBI

	
	2.Systems Security
	1. Hacking damage

	
	
	2. Theft of information



	3.Employment Practices and Workplace safety :

Losses arising from acts inconsistent with employment, health or safety laws or agreements, from payment of personal injury claims, or from diversity / discrimination events.
	1.Employee Relations
	1.Compensation, benefit, termination issues



	
	
	2.Organized labour activity



	
	
	3. Law charges in labour dispute/service matter cases

	
	
	4. Compensation paid in labour dispute cases

	
	2.Environmental safety
	1. General liability (Workplace accidents – slip & fall etc.,)



	
	
	2. Employee health & safety rules events



	
	
	3. Workers compensation

	
	3.Diversity and discrimination
	1. All discrimination types

	4. Clients, Products & Business Unit Practices:

Losses arising from an unintentional or negligent failure to meet a professional obligation to specific clients (including fiduciary and suitability requirements), or from the nature or design of a product.
	1.Suitability, Disclosure & Fiduciary
	1. Fiduciary breaches / guidelines violations

	
	
	2. Suitability / disclosure issues (KYC etc)

	
	
	3. Retail consumer disclosure violations

	
	
	4. Breach of privacy

	
	
	5. Aggressive sales

	
	
	6. Account churning

	
	
	7. Misuse of confidential information

	
	
	1. Lender Liability



	
	2.Improper Business Unit or Market Practices
	1. Antitrust

	
	
	2. Improper trade / market practices

	
	
	3. Market manipulation

	
	
	4. Insider trading

	
	
	5. Unlicensed activity

	
	
	6. Money laundering

	
	3. Product flaws
	1. Product defects (unauthorized etc.)

	
	
	2. Model errors

	
	4.Selection, Sponsorship & Exposure
	1. Failure to investigate client per guidelines



	
	
	2. Exceeding client exposure limits

	
	5.Advisory activities
	1. Disputes over performance of advisory activities

	5. Damage to Physical assets:

Losses arising from loss or damage to physical assets from natural disasters or other events
	1. Disasters and other events
	1. Natural disaster losses



	
	
	2. Human losses from external sources (terrorism, vandalism)



	
	
	3. Damage of stationery etc., due to fire/flood/other calamities/disaster etc.

	
	
	4. Repair & Maintenance of SFF damaged due to fire / flood / other calamities / disaster

	
	
	5. Repair & Maintenance of MCC damaged due to accident / fire / flood / other calamities / disaster

	
	
	6. Repair & Maintenance of Bank’s own premises damaged due to fire/flood/other calamities/disaster

	
	
	7. Repair & Maintenance of Bank’s rented premises damaged due to fire/flood/other calamities/disaster

	
	
	8. SFF write off due to missing/theft

	
	
	9. SFF write off due to damage by fire/flood/other calamities/disaster

	
	
	10. MCC write off due to missing/theft

	
	
	11. MCC write off due to damage by accident/flood/other calamities/disaster

	
	
	12. Loss on sale of SFF damages by fire/flood/other calamities/disaster

	
	
	13. Damage of records/important documents like loan documents etc. due to fire/flood/other calamities/disaster etc.

	
	
	14. Damage of stamp papers due to fire/flood/other calamities/disaster etc.

	
	
	15. Damage of securities due to fire/flood/other calamities/disaster etc.

	
	
	16. Damage of Currency Notes due to fire/flood/other calamities/disaster etc.

	
	
	17. Other loss due to fire

	
	
	18. Other loss due to theft

	
	
	19.Other loss due to flood/other calamities/disasters



	6. Business Unit disruption & system     failures:

Losses arising from disruption of Business Unit or system failures
	1. Systems
	1. Hardware

	
	
	2. Software

	
	
	3. Telecommunications

	
	
	4. Utility outrage / disruptions

	7. Execution, Delivery & Process       Management:

Losses from failed transactions processing or process management, from relations with trade counterparties and vendors
	1.Transaction Capture, Execution Maintenance
	1. Miscommunication

	
	
	2. Data entry, maintenance or loading error

	
	
	3. Missed deadline or responsibility

	
	
	4. Model / system mis-operation

	
	
	5. Accounting error / entity attriBusiness Unittion error

	
	
	6. Other task mis-performance

	
	
	7. Delivery failure

	
	
	8. Collateral management failure

	
	
	2. Reference data maintenance



	
	
	10. Write off Non-Borrowal a/cs-suspense entries

	
	
	11. Write off Non-Borrowal a/cs-clearing difference

	
	
	12. Write off Non-Borrowal a/cs-Interbank difference

	
	
	1.  Write off Non-Borrowal a/cs-Condonation of difference in balances

	
	
	14. Interest paid on delayed collection of outstation instruments.



	
	
	15. Loss on sale of MCC damages by accident / fire / flood / other calamities / disaster

	
	
	16. Write off refund paid entries

	
	
	17. Write off clearing receivables

	
	
	18. Write off ODDs

	
	2. Monitoring and Reporting
	1. Failed mandatory reporting obligation

	
	
	2. Inaccurate external report (loss incurred)

	
	
	3. Penal Interest on delay in remitting Govt. dues collection

	
	
	4. Penal interest charged by RBI for non reporting / misreporting / wrong reporting for amount withdrawn from chest

	
	
	5. Interest paid on late reimBusiness Unitrsement of TT got discounted by our branches

	
	
	6. Penalty for non maintaining prescribed limit of CRR

	
	
	7. Penalty for non maintaining prescribed limit of SLR

	
	
	8. Penalty for delay in remitting DICGC premium.

	
	
	9. Penalty for non payment or delay in remitting ECGC premium.

	
	
	10. Penalty by RBI on non/late/wrong reporting of Statutory return DSB-I,II,III, Form X, For A, etc.

	
	
	11. Penalty for late submission of Tax Return i.e., Form 16,24,ST-3 etc.

	
	
	12. Penalties / fines imposed by Local bodies on self-owned Business Unitildings/plots

	
	
	13.Penalty of late payment of Ground Rent.

	
	
	14. Penalty / interest for delay in payment of income tax, Service Tax etc.

	
	
	15. Penalty imposed by SEBI

	
	
	16. Penalty for FEMA violation



	
	3.Customer intake and documentation
	1. Client permissions / disclaimers missing

	
	
	2. Legal documents missing / incomplete

	
	
	3. Penalties / fines due to wrong execution / non registration / under stamping of other legal document.

	
	
	4. Penalties / fines due to wrong execution / non registration / under stamping of lease deed etc.

	
	4. Customer client account management
	1. Unapproved access given to accounts

	
	
	2. Incorrect client records (loss incurred)

	
	
	3. Negligent loss damage of client assets

	
	
	4.Write off Non-Borrowal a/cs-Impersonal accounts.

	
	
	5. Penalty imposed by Consumer forum / OmBusiness Unitdsman etc.

	
	
	6. Penalty imposed by Civil Courts / other courts

	
	5.Trade Counterparties
	1. Non client counterparty misperformance



	
	
	2. Misc. non-client counterparty disputes

	
	6.Vendors & Suppliers
	1. Outsourcing



	
	
	2. Vendor disputes


Classification of Business Lines

	Business Line-I
	Business Line-II
	Activity

	1. Corporate Finance


	1. Corporate Finance
	Mergers and acquisitions, underwriting, privatizations, securitization, research, debt (government, high yield), equity, syndications, IPO, secondary private placements.

	
	2. Muncipal / Govt. 

    Finance
	

	
	3. Merchant Banking    

    
	

	
	4. Advisory  services.
	

	2. Trading and sales
	1. Sales


	Fixed Income, equity, foreign exchanges, commodities, credit funding, own position securities, lending and repos, brokerage, debt, prime brokerage.

Realized profits / losses from securities classified as ”held to maturity” and “available for sale”, which typically constitute items of the banking book (e.g. under certain accounting standards), are also excluded from the definition of gross income.

	
	2. Market Making


	

	
	3. Proprietory  

    Positions
	

	
	4. Treasury 
	

	3. Retail Banking:


	1. Retail Banking

i)   P&SB
	1. Retail lending and deposits,  

    banking services, trust and 

    estates.



	
	ii)  SSI
	

	
	iii) SBF
	

	
	iv) AGR
	

	
	2. Private Banking


	2. Private lending and deposits,  

    banking services, trust and 

    estates, investment advice.

	
	3. Card Services
	3.Merchant/Commercial/Corporate 

   cards, private labels and retail.


Annexure - III

Classification of Business Lines

	Business Line-I
	Business Line-II
	Activity

	4. Commercial Banking
	Commercial Banking
	1. Project finance

	
	
	2. Real estate

	
	
	3 .Export finance

	
	
	4.Trade finance

	
	
	5. Factoring

	
	
	6. Leasing

	
	
	7. Lends

	
	
	8. Guarantees

	
	
	9. Bills of exchange



	5. Payment & Settlement
	External Clients
	1. Payments and collections

	
	
	2. Funds transfer

	
	
	3. Clearing and settlements

(Payment and settlement losses related to bank’s own activities would be incorporated in the loss experience of the affected business line).

	6. Agency Services
	1. Custody


	Escrow, depository receipts, securities lending (customers), corporate actions, Issuer and paying agents.



	
	2. Corporate Agency 


	Issuer and paying agents

	
	3. Corporate Trust
	

	7. Asset management
	1. Discretionary fund  

    management       


	Pooled –Segregated -Retail –Institutional -Closed – Open –

Private equity.



	
	2. Non discretionary   

    fund management  


	Pooled –Segregated -Retail –Institutional -Closed – Open 

	8. Retail brokerage
	Retail brokerage
	Execution and full service




Classification of Cause Categories

	Sl.No.
	Cause

Cat - 1
	Cause Cat - 2
	Cause Cat  - 3

	1.
	People  


	1. Employee    

    Fraud /    

    Malice   

   (criminal)
	1.    Collusion

2.    Embezzlement  

3.    (Deliberate) sabotage of bank reputation    

4.    (Deliberate)money laundering  

5.    Theft – physical  

4. Theft – intellectual property  -   

      Programming  fraud   

7.    Other                                    

	
	
	2. Unauthorized    

    Activity /  

    Rogue    

    rading / 

    Employee   

    Misdeed
	1.    Misuse of privileged information  

2.    Churning  

3.    Market manipulation  

4.    Activity leading to deliberate mis-pricing 

5.    Activity with unauthorized couterparty 

6.    Activity in unauthorized product   

7.    Limit breach      

8.    Incorrect models (intentional)  

9.   Activity  outside exchange rules 

10.  Illegal / aggressive selling tactics  

11.  Ignoring / short-circuiting procedures       

       (deliberate)  

12. Other                            

	
	
	3. Employment   

    Law
	1.    Wrongful termination  

2.    Discrimination / equal opportunity  

3.    Harassment  

4.    Non-adherence to other employment law 

5.    Non-adherence to Health and Safety    

       Regulations

6.    Other                                                                         

	
	
	4. Workforce 

    Disruption
	1. Industrial action  

2. Other                                                 

	
	
	5. Loss of Lack 

    of Key  

    Personnel
	1. Lack of suitable employees  

2. Loss of Key personnel  

3.   Other                           

	2.


	Internal Processes


	1. Payment / 

    Settlement
	1. Failure of / inadequate internal payments /    

     settlement  processes  

2. Losses through reconciliation failure  

3. Securities of delivery errors  

4. Limit breach  

5. Insufficient capacity of people or systems  

6. Other                           

	
	
	2.Documentation 

   or Contract    

   Risk
	1.   Document not completed properly  

2.   Inadequate clauses / contract terms   

3.   Inappropriate contract terms  

4.   Inadequate sales records  

5.   Failure of due diligence  

6.   Other                                                                

	
	
	3. Valuation / 

    Pricing
	1.   Model risk 

2.   Input error  

3.   Other                                     

	
	
	4. Internal / 

    External  

    Reporting
	1.  Inadequate exception reporting  

2.  Accounting / book-keeping failure /    

       inadequate data  

3.  Inadequate risk management reporting  

4.  Inadequate regulatory reporting  

5.  Inadequate financial reporting  

6.  Inadequate tax reporting  

7.  Inadequate stock exchange / securities    

       reporting  

8.  Non adherence to Data Protection Act /  

       Privacy Act / similar   

9.  Other                                                                                                                                 

	
	
	5. Compliance
	1.  Failure to adhere to internal compliance        

       procedures

2.  Failure of external compliance procedures

3.  Breach of Chinese walls                                                         

	
	
	6. Project Risk /  

    Change  

    Management
	1.  Inadequate project proposal / plan  

2.  New product process inadequacies  

3.  Project overruns  

4. Other       

	
	
	7. Selling Risk
	1.   Inappropriate product selection.

2.   Product complexity

3.   Poor advice (including securities)

4.   Other

	3
	Systems
	1. Technology 

    Investment  

    Risk
	1.   Inappropriate architecture

2.   Strategic risk (platform / suppliers) 

3.  Inappropriate definition of business  

       requirements 

4.  Incompatibility with existing systems  

5.  Obsolescence of hardware  

6.  Obsolescence of software  

7.   Other

	
	
	2. Systems 

    Development   

    and  

    Implementation


	1. Inadequate project management  

2.  Cost / time overruns 

3.  Programming errors (internal / external)  

4.  Failure to integrate and or migrate with / from  existing systems 

5. failure of system to meet business     

      requirement. 

6.  Other                           

	
	
	3. Systems 

    Capacity
	1. Lack of adequate capacity planning  

2. Software inadequate 

3.  Other                           

	
	
	4. Systems 

    Failures
	1.   Network failure  

2.   Interdependency risk  

3.   Interface failures

5. Hardware failure  

6. Software failure  

7. Internal telecommunication failures   

8. Other                                                                                  

	
	
	5. Systems 

    Security 

    Breach
	1. External security breaches  

2. Internal security breaches  

3. Programming fraud  

4. Computer viruses  

5. Other                                                                           

	4
	External

Events


	1. Legal / Public  

    Liability
	1. Breach of environmental management  

2. Breach of fiduciary / agency duty  

3. Interpretation of law  

4. Misrepresentation

5. Other                           

	
	
	2. Criminal  Activities
	1.   External frauds / Cheque fraud / forgery

2.   Fradulent account opening by client

3.   Masquerade

4.   Blackmail

5.   Robberies (+theft)

6.   Money Laundering

7.   Terrorism / bomb

8.   Disruption to business

9.   Physical damage to property

10.  Arson

11.  Other                          

	
	
	3. Outsourcing / 

    Supplier Risk
	1.    Bankruptcy of supplier

2.    Breach of responsibility (misuse of     

       confidential data)

3.    Inadequate contract

4.    Breach of service level agreement

5.    Supplier / delivery failure

6.    Inadequate management of suppliers / 

       service providers

7.    Other                             

	
	
	4. In-sourcing    

     Risk
	1.  In-sourcing failure                             

	
	
	5. Disasters and   

    Infrastructural 

    Utilities    

    Failures
	1.   Fire

2.   Flood

3.   Other natural ( geological / meteorological)

4.   Civil disasters

5.   Transport failure

6.   Energy failure

7.   External telecommunications failure

8.   Disruption to water supply

9.   Unavailability of building 

10. Other                                           

	
	
	6. Regulatory   

    Risk
	1.   Regulator changes rules in industry / 

      country

 2.  Other

	
	
	7. Political /    

    Government  

    Risk
	1.  War

2.  Expropriation of assets

3.  Business blocked

4.  Change of tax regime

5.  Other changes in law

6.  Other                             


 

LOSS DATA – OPERATIONAL RISK

	S.No.
	                                 LOSS EVENT

	
	Actual Loss

	1
	Theft of cash in transit by Staff

	2
	Non – application of penalty clause on premature payment of TDR

	3
	Fake currency notes in Cash Balance

	4
	Lower interest rate entered in the system for borrowal accounts.

	5
	Amount spent on repair for break down of Branch`s generator set

	6
	Computers infected with viruses

	7
	Non payment of Telephone bills in time

	8
	Loss due to Intentional destruction of discounted cheques by a staff member

	9
	Loss due to unexpected repairs / replacements

	10
	Damages caused to records / important documents like loan documents etc., due to improper care

	11
	Loss of interest on delay in reporting of Government transactions

	12
	Loss due to Non-reconciliation of office accounts

	13
	Loss due to Passing of a forged cheque

	14
	Cheques lost in transit received from customers for collection. Amount claimed by customer may treated as loss

	15
	Loss due to non-recovery of amounts wrongly credited to accounts.

	16
	Loss due to fire / destruction of records by pests / rodents

	17
	Payments of cheques on improper endorsements

	18
	Non recovery of locker breakage charges where necessary

	
	POTENTIAL LOSS

	1
	Loss of income due to keeping the lockers vacant

	2
	Filing of suit against the Bank for delivery of cheque book to 3rd party without proper authentication letter from the depositor.

	3
	Accepting mortgages without paying requisite stamp duty.  In case of filing of suit, court may impose penalty for under stamping.



	4
	Income Tax authorities may impose penalties for issuance of DD / BCs for Rs. 50000 & above by accepting cash across the counter.

	5
	Income Tax authorities may impose penalties for allowing cash transactions of    Rs. 50000 and above  without PAN number across the counter

	6
	Non providing AMC services in time by the service provider.

	7
	Inadequate insurance of stocks hypothecated

	8
	Impersonation in mortgage of property

	9
	Term loan instalment disbursed in cash to borrower

	10
	Stocks not verified / stocks not commensurate with drawing power.

	11
	It should be ensured that the insurance policies are renewed in time and that renewal premiums are also paid well in advance otherwise is a loss

	12
	Issuing policies with bank clause must be ensured. 

	13
	Custody of Collateral: Banks must ensure proper custody of collateral / legal documents / seized articles. Otherwise is a loss to Bank.

	14
	Valuation of Collateral: Valuation should be done in the stipulated period otherwise any delay may cause difficulty to the bank in recovering of advance and may end in potential loss. 

	15
	Legal Clearance: Enforceability of collateral: it must be ensured before release of advance. Any further action is initiated by the branch against counter party the enforceability is there on collateral otherwise it may end up loss.

	16
	Proper documentation that can be enforced in a court of law

	17
	Non-recovery of cheque return charges

	18
	Non-adherence to laid down systems & procedures for issuing of cheques to unauthorized account holders, may lead to fraud

	19
	Delivery of savings bank pass books to unauthorized persons, may lead to fraud

	20
	Not marking of Banks interest / lien with MRO, in case of loans on agricultural property

	21
	Improper maintenance of fixed assets like fans by the branch, may to lead to injuries in case of falling of fan on the staff member / customer

	22
	Wrong delivery of postal covers containing documents / drafts etc., leading to fraud

	23
	Wrong delivery of ATM cards and pin mailers may lead to withdrawal of amounts from accounts

	24
	Unauthorised access given to System room

	25
	Not noting the hypothecation clause in the RC books in the case of vehicle loans

	26
	Not checking the currency chest by an Officer, other than the joint custody at specified intervals

	27
	Not obtaining the signatures of the locker holders, before operating the locker 

	28
	Off site storage of branch`s entire  set of keys

	29
	Loss of interest on excess of cash retention limit

	30
	Charge certificate not obtained whenever there is a change of incumbency

	31
	Non – closure of Audit reports in time.

	32
	Furniture & Fixtures not numbered

	33
	Subsidy account not maintained properly

	34
	Non – verification of Security forms at specified intervals

	35
	Non – reporting of cash transactions of Rs.10..00 lacs and above to RBI

	36
	Non- monitoring of large cash payments

	37
	Case filed in Consumer forum / Ombudsman against for deficiency of service.

	
	NEAR MISSES

	1
	Fake notes detected at the cash counter

	2
	Detection of persons with prohibited armsand prevention of their entry into premises

	3
	Explosives detected by the staff / security personnel at the Bank`s premises / neighbourhood

	4
	Cheque with forged signature detected by the passing officials before payment

	5
	Prompt use of Police hotline during bank robbery leading prevention of robbery

	6
	Detection of forged Traveller Cheques before encashment

	7
	Tracing out / locating misplaced  instruments accepted for clearing / collection

	8
	Detection of credits to wrong accounts

	9
	Detection of explosives by the staff / security personnel at the Bank`s premises / neighbourhood

	10
	Unsuccessful theft attempt of ATM

	11
	Attempted theft of Air conditioning equipments in unmanned ATMs

	12
	Protection to physical assets & people during riots.






Loss Data-Credit Risk


	S.No.
	LOSS EVENT

	1
	Loss incurred due to non-adhering to Pre and Post sanction guidelines

	2
	Loss incurred due to non-verification of physical stock with the stock statement 

	3
	Loss due to non-submission of Control returns with intention to suppress the facts.

	4
	Loss due to non-obtention of Revival letters 

	5
	Loss due to Emcumberance certificates not obtained upto the date of disbursal

	6
	Loss due to non-furnishing of Route map of the immovable property 

	7
	Financial data not obtained at the time of renewal of limits

	8
	Non-verification of Letter of Undertaking obtained from the employer, while sanctioning personal loan

	9
	Improper documentation

	10
	Over valuation of an immovable property

	11
	Under insurance of stocks hypothecated, attracts average clause and in case of any mishap, lower claims are settled.

	12
	The extension of mortgage is not recorded in 1st loan, missing the attention of Field Officer and documents may get delivered without closure of the 2nd loan

	13
	Filing against Bank for change of stipulated conditions and enhancement in rate of interest and service charges  with out proper communication and authentication from the borrower.

	14
	Impersonation of guarantors and borrowers traced before release of loan amount

	
	


CAPITAL STRUCTURE:
Qualitative Disclosures:
(a)   Summary:

	Type of Capital 
	Features 

	Equity (Tier-I) 
	Shares issued to 

	
	SBI     :  17.25 (100%) 

	
	Public :                             Nil 

	
	Others (specify) :             Nil 

	Innovative Instruments

(Tier-I) 
	Perpetual Debt Bonds :   350.00 

	
	Others (specify name) :   Nil 

	Tier-II 
	Subordinated debt Instruments like  
Unsecured, redeemable, non-convertible bonds:  
Upper Tier II   :   500.00  
Lower Tier II   : 1360.00  
Total   Tier II   : 1860.00 

	
	Others (if any, specify):  Nil 

	
	Is unconditional Put / Call  
Option embedded:               No 

	
	Period ranges from: 86 months to 115 months
(the lowest period to the longest period of the Bonds issued) 


Quantitative Disclosures:
	(b) Tier-I Capital                     
	2793.10  

	Paid-up Share Capital 
	17.25

	Reserves 
	2676.90

	Innovative Instruments (only total) 
	350.00

	Other Capital Instrument (only total)      
	Nil

	Amt deducted from Tier-I Cap (if any-total)        
	251.05

	(c ) Total Eligible Tier -2 Capital (Net of deductions)
       [refer (d) and (e) below]  
	1972.35 

	(c.i) Total Tier- 3 Capital (if any) 
	Nil 

	(d) Debt Capital Instruments eligible for inclusion in Upper Tier-2 capital: 
	500.00 

	Total Amt outstanding 
	500.00 

	Of which Amt raised during Current year          : 
	500.00 

	Amount eligible to be reckoned as Capital 
	500.00 

	(e) Subordinated Debt eligible for inclusion in Lower Tier-2 Capital:  
	1240.00 

	                   Total Amt Outstanding
	1360.00

	                   Of which Amt raised during current year           :
	160.00

	                   Amt eligible to be reckoned as Capital  :
	1240.00 

	(f)Other Deductions from Capital if any  
	0.00 

	(g) Total Eligible Capital (excluding what is deducted from Tier I Capital)    [Should equal Total of (b), (c) and (c.i) minus (f) if any.] 
	4765.45 


Quantitative Disclosures : 
	  Capital Charge on Operational Risk  
	  Rs. 248.52 Crore


MEASUREMENT


(data collection, capital calculation)





GOVERNANCE STRUCTURE (resources)





POLICY (for setting tone of ORM)





PROCESS (Risk & Control Self Assessment)





Ongoing training








ORM Framework





Independent assurance by internal audit





RISK GOVERNANCE STRUCTURE





BOARD OF DIRECTORS


(Decide overall risk management policy and strategy)





RISK MANAGEMENT COMMITTEE OF BOARD OF DIRECTORS  (RMCB)


(Policy and Strategy for Integrated Risk Management)





Market Risk Management Committee (MRMC)





Credit Risk Management Committee (CRMC)





Operational Risk Management Committee (ORMC)





Chief Risk Officer (CRO)





Deputy General Manager (IRMD)





CRM Div headed by CM.








Operational Risk Management Div.  Headed by CM





MRM Div. Headed by CM





ALM Div. headed by CM





1 Manager  


(Loss Data)





2 Mgr / Dy. Mgr


(RCSA Roll out )





 1. Dy. Mgr  HO





 Risk Rater
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