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Status of Network Codes




Status of network codes
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Public Consultation Closed

Final version submitted to ACER* Apr-15

ACER opinion published

Resubmission to ACER®

ACER recommendation published
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Cross-Border Committee delivers opinion®

EC submits Code for scrutiny to the Council and gp?

Network Code is adopted Q2-15
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First priority: full implementation of the 3
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@ Operational codes

@ Connection codes
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Timeline of NC OS and NC OPS until ACER'’s
positive opinion

December February- Summer September November
2011 March 2013 2013 2013 2013

\ ENTSO-E
Improvements
to the drafts

« December 2011 ACER publishes Framework Guidelines on System

Operation
 February 2013 NC OS submitted to ACER
« March 2013 NC OPS submitted to ACER
e Summer 2013 ENTSO-E improves the drafts taking into consideration

comments from ACER
o September 2013 NC OS and NC OPS resubmitted to ACER
 November 2013 Positive opinion from ACER on NC OS and NC OPS
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Operational Security NC

1. GENERAL PROVISIONS: Subject matter and scope, Definitions, Regulatory aspects
and approvals, Recovery of costs, Confidentiality obligations, Agreements with TSOs
not bound by this Network Code Articles 1-7

(r System States

Short circuit Frequency control
management management

[ Contingency analysis and ]
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handling |FFSEEPE
-

2. OPERATIONAL

13

2 Dynamic S —
SECURITY M Protection séubility : =
REQUIREMENTS S | management fi&
Voltage control and
Power flow reactive power
management management
Ku\h
3. DATA EXCHANGE ( Articles 16-29
4. TRAINING ( Operational training and certification

[ Responsibility of the SGUs 1
- s Amendments J 6. FINAL

] PROVISIONS

J

5. COMPLIANCE LTSDS, DSOs Responsibilities

f A

Entry into force

Article 34-35

Articles 31-33 [ Common testing & analysis

.

Figure 6: Structure and key provisions of the Operational Security Network Code (Source: ENTSO-E)
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Operational Security NC

Transversal to each

codes.

No specific issue for

BE related to OS

System States

Short circuit
management

Frequency control
management

[ Contingency analysis an
handling :

+T 321

Power flow
management

Protection stability &

Voltage control and
reactive power
management

' Responsibility of the SGUs |
| TSOs, DSOs Responsibilities :

Common testing & analysis

Operational training and certification

Figure 6: Structure and key provisions of the Operational Security Network Code (Source: ENTSO-E)
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No significant
deviations from current
BE practices

Voltage control and
reactive power
management at
connection/interface
points to be clarified

System States

Short circuit
management

Frequency control
management

#T 3{211

Power flow
management

[ Contingency analysis and I
handling 15 |

Protection stability [}
management [

Dynai

Voltage control and
reactive power
management

1 Entry into force Wit/ i

Figure 6: Structure and key provisions of the Operational Security Network Code (Source: ENTSO-E)
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Operational Security NC

No significant
deviations from current
System States |l BE practices for SGUs
(" short drcult mmmwmmy  directly connected to
management manage ELIA grid

IS ST T . Some additional

B smsetion Dynarr information need to be
[ aricie 12 Jf : exchanged bewteen
Power flo ' ELIA-DSOs/DSOs-

man m SGUs

Operational training and certification

Responsibility of the SGUs |

e | TSOs, DSOs Responsibilities

Common testing & analysis

Figure 6: Structure and key provisions of the Operational Security Network Code (Source: ENTSO-E)
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Operational Security NC

System States

Short circuit Frequency control
management management
[ Contingency analysis and I

handling 13 |

Dynai

Protection stability [}
management [

Voltage control and
Power flow reactive power
management management

#T 3{211

Focussing on TSOs

No significant deviations from current BE
practices

Interaction with SGUs/DSOs to be

foreseen ional Security Network Code (Source: ENTSO-E)
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Operational Security NC

System States

Short circuit Frequency control
management management

[ Contingency analysis and ]
J

handling [P

] P
Article 13

Y Dynami

Protection stability [
management [

Voltage control and
Power flow reactive power
management management

+T 321

Operational training and certification

Responsibility of the SGUs | ;
TSOs, DSOs Responsibilities |
; Entry into force

Consistent and complementary to "
Compliance and testing defined in
Figure Connection Codes {SD'LII'CB: ENTSO-E}
Focus on compliance monitoring and
testing after commissioning

13



Operational Security NC

System States

~ o
Short circuit Frequency control
management management
[ Contingency analysis an ]

handling

+T 321

Protection stability &

Voltage control and
Power flow reactive power
management management

Operational training and certification

' Responsibility of the SGUs
| TSOs, DSOs Responsibilities |

: . |
 Transversal to each
Figure 6: Structure and key provisions of the Operational Security Network Code (Sourg COdeS-

No specific issue
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Common testing & analysis
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Operational Planning & SchedulingNC

T

PROCESSES
o Security Analysis Outage planning Adequacy Scheduling
Chapt 2-3 Chapt. 4 Chap 5-6 Chap 7
- Building Scenarios Ancillary services
a and adequacy
and REGIONAL monitoring Schedule
COORDINATION notification
Elaborating Common
" Grid models
o
s Performing Pan-European
coordinated security seasonal Schedule
analysis and Planning process coordinated
framework adequacy coherency
= setting up assessment verification
remedial actions
>
-
>
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ENTSO-E Operational Planning Data Enviroment

Figure 3: Structure and provisions of the Network Code on Operational Planning and Scheduling
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Operational Planning & SchedulingNC

PROCESSES
B Qutage planning Adequacy Scheduling *S'
Chapt. 4 Chap 5-6 Chap7 g
| =
>
X Ancillary services &
REGIONAL - mmqw Schedule 2
COORDINATION o notification a
E
=
m
=
Pan-European g
seasonal Schedule -,3
No significant g o adequacy conerency g
deviations from current assessment verification 8
BE practices 8
In line with CACM/FCA =
Some attention to be 5
paid on the information
exchange with DSOs
related to the dispersed
generation isions of the Network Code on Operational Planning and Scheduling
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Operational Planning & SchedulingNC

No significant
deviations from current
BE practices for SGUs
directly connected to

ELIA grid

No impact expected for
DSOs or SGUs
connected to DSOs

coherency
verification

PROCESSES

o Security Analysis Outage planning

Chapt 2-3 Chapt. 4
E Building Scenarios

and REGIONAL
COORDINATION
Elaborating Common
o Grid models
-
Performing

s : Sosy Pan-European

Sheysis snd Planning process coordinated
= — framework adequacy

remedial actions

>
hd

ENTSO-E Operations

Figure 3: Structure and provisions of the Network Code on Operational Planning and Scheduling
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Operational Planning & SchedulingNC

PROCESSES
o Security Analysis Outage planning Adequacy Scheduling o
L)
Chapt 2-3 Chapt. 4 Chap 5-6 Chap7 g
} =
and REGIONAL Schedule =
COORDINATION notification a
o -+
P2 =
]
=
3
Schedule =
o
coherency -
- verification 8'
W
>
2
g
* : 7D 5 5
” No significant deviation from current BE
practices
for adequacy, no impact on SGUs/DSOs
Figure 3: § Improvement needed in reactive power onal Planning and Scheduling

elia presentation te

reserves monitoring for Ancillaries
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Operational Planning & SchedulingNC

T

PROCESSES

e Security Analysis Outage planning Adequacy Scheduling
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1SO-E Operational Planning Data Enviroment

Current BE practices
already in line with

provisions

Figure 3: Structure and provisions of the Network Code on Operational Planning
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Operational Planning & SchedulingNC

NEW !
Impact for TSOs and
RSCIs, but no impact

for SGUs/DSOs
Under development at

ENTSOE level

Sheysis snd Planning process coordinated
framework adequacy coherency
= setting up assessment verification
o remedial actions
h

ENTSO-E Operational Planning Data Enviroment

Figure 3: Structure and provisions of the Network Code on Operational Planning and Scheduling
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Operational Planning & Scheduling NC

Transversal to each
codes.

No specific issue for
BE related to OPS

Amendments

Entry into force

In line with OS NC and
ENTSO-E Incident Transversal to each
classification scale codes.

No new specific issue No specific issue
for BE : related to OS




OS and OPS NCs : Next Steps
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Developments after ACER’s positive opinion

May June October December January-
2014 2014 2014 2014 June 2015
: ' ! ! i
; | | | |
I
\ ENTSO-E
proposals for
changes
« May 2014 Florence Forum invited ENTSO-E, ACER and EC to verify
whether the System Operation NC can be modified in a way that would allow
the adoption as Network Codes
e June 2014 EC asked ENTSO-E to replace the provisions which refer to

future decision making procedures by legally binding rules

e October 2014 ENTSO-E proposals for the changes with the goal of
adoption as Network Codes

« December 2014 Decision on work plan and way forward

e January-June 2015 Trilateral meetings for each System Operation Network
Code

e June 2015 Texts of the merged Network Codes finalised
o September 2015 Comitology begins
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