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Implementation Planning Template

Assumptions

<Provide details of the assumptions that are being made for this work to commence.>

[example]

For this implementation to take place, the following assumptions have been made:

· All sites are ready for equipment installation, and the <Customer> has ensured that any power, air conditioning, circuit installation, or other work has been completed prior to the implementation team's arrival.

· <Customer> has ensured that all live circuits that are to connect to the equipment have been fully tested and subsequently proven to be suitable to carry network traffic.

· <Customer> has taken delivery of all equipment and has installed power rails and circuit breakers in cabinets where required, connected power to them, and tested the power to ensure it is capable of supplying the equipment to be installed.

· <Customer> has ensured the availability of grounding points for equipment/cabinets.

· All equipment is shipped in full working order and has a PCMCIA flash copy of the image as well as that is stored on the boot-flash.

· <Customer> has assigned implementation technicians who are capable of following the implementation plan with due care and skill and giving signoff to the required parts of the partner or Cisco implementation.

During implementation, it is assumed that one or more partner or Cisco representatives/implementation engineers will be on site, and that a <Customer> representative will also be present at all times.

In this document, the term "implementation team" refers to all parties. The terms "partner," or "Cisco/partner," or "Cisco implementation engineers" refer to the Cisco/partner personnel.

Tools Required

<Provide a list of tools that the implementation engineer will require to carry out the work detailed in this document.>

[example] 

Table 1
Tools Required

	Item 
	Description

	1. 
	PC with VT100 emulator, 10BaseT interface, FTP server, TFTP client, SVLite, and lanbtld applications.

	2. 
	console port cable DB9-RJ45/DB25.

	3. 
	Ethernet transceiver.

	4. 
	10BaseT Ethernet cable.

	5. 
	Standard toolkit including Phillips No.1 and 6 mm flat blade drivers.

	6. 
	Cable ties.

	7. 
	Cable labeling machine.

	8. 
	Cable label holders (key-fob style).

	9. 
	Clippers/knife to cut packaging materials.

	10. 
	Tape measure.

	11. 
	Digital Volt Meter (DVM).

	12. 
	BPX switch software 9112b.img, associated files, and release notes.

	13. 
	BCC4V bootcode H.C.M and release notes.

	14. 
	IOS image rpm-js-mz.120-2.5.T and release notes.

	15. 
	Personal electrostatic discharge (ESD) strap.

	16. 
	BPX8600 installation documentation
, including "Installation Overview," "Preliminary Steps Before Installing," "Installation in Customer Cabinet," "Installing DC Shelf," "Installing BPX Switch Cards," and "Checking and Powering-Up."

	17. 
	7576 installation documentation
, including "Preparing for Installation," "Installing the Cisco 7500 Series Router," "Maintaining the Cisco 7576," and "Troubleshooting the Installation."

	18. 
	Cisco SC2200 installation documentation
, including "Preparing the Installation Site," "Hardware Installation Instructions," "Power and Grounding," "Installing a Preracked Configuration," and "Maintenance."


Implementation Tasks

<Provide a breakdown of the implementation process.>

Each activity is described in further detail below.

Indicate the output of each activity on the implementation record.

[example]

Table 2
Implementation Tasks

	Step
	Task

	19. 
	Confirm ESD procedures.

	20. 
	Prepare installation area.

	21. 
	Build cabinets.

	22. 
	Install cabinet power feeds, rails, and protective earthing.

	23. 
	Unpack equipment.

	24. 
	Physically install equipment in cabinet, including cables between new network devices.

	25. 
	Record equipment serial numbers, and check against delivery documentation.

	26. 
	Verify that equipment card modules are inserted into the correct slot allocations.

	27. 
	Install intra-cabinet power and protective earth cabling.

	28. 
	Install intra- and inter-cabinet communications cables.

	29. 
	Verify circuit termination in <Customer> patch panel.

	30. 
	Power up Cisco equipment.

	31. 
	Verify/load system software/firmware.

	32. 
	Configure equipment.

	33. 
	Complete installation tests.

	34. 
	Add equipment to the <Customer> network.

	35. 
	Complete commissioning tests.

	36. 
	Complete implementation record.


Step 1. Confirm ESD Procedures

<Provide details of any local ESD procedures and precautions that must be followed at the Customer site. These could include testing personal ESD wrist straps and connecting them to their common bonding points, the wearing of additional specialist equipment such as coats and heel straps, or otherwise. Where additional equipment is required, the customer must supply this or state it as a requirement prior to the implementation team's arrival so that measures can be taken to be compliant. Where no special local instructions exist, the installation team must use ESD wrist straps whenever handling exposed equipment that does not have a return connection to earth—that is, equipment removed from a sealed chassis such as interface cards, power supplies, and so on.>

[example]
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<Customer> ESD regulations dictate that ESD straps and lab coats must be worn at all times when in the equipment room.

· <Customer> to provide ESD coats and straps.

· <Customer> to test ESD straps prior to use.

Record any issues on the implementation hand-over certificate.

Step 2. Prepare Installation Area

<Provide details of the actions required to prepare the installation area and the responsibilities for carrying this out. Examples could be providing lifting equipment, fitting of rack stabilizers, and so on. These items might have been identified in the site survey/SRS document.>

[example]

· <Customer> personnel is to prepare the installation area in accordance with the SRS documentation.

· <Customer> is to ensure that the build area is free from obstruction and that the cabinet area to be used is clear of any obstruction or other equipment.

· <Customer> is to ensure that equipment is delivered to the location where it is to be installed.

· Partner or Cisco is to confirm that rack/equipment location information is in accordance with http://www.cisco.com/univercd/home/home.htm <Customer>.

Record any issues on the implementation hand-over certificate.

Step 3. Build Cabinets

<Provide details of the cabinet supply and build requirements. Include the installation of any bespoke cabinet fittings, such as DC distribution rail, cable management, and so on.>

[example]

· Partner or Cisco is to build equipment into Cisco STRATM cabinets to the <Customer> specifications.

· Partner or Cisco is to install additional tapped angle strips at the rear of each cabinet.

· Partner or Cisco is to install SMB DDF rails above and below the MGX8850 equipment.

· Partner or Cisco is to install DC distribution rails at the top of the rear of each cabinet.

· Partner or Cisco is to install additional fan trays at the top of each rack in accordance with the manufacturer recommendations.

Record any issues on the implementation hand-over certificate.

Step 4. Install Cabinet Power Feeds, Rails, and Protective Earthing

<Provide details of the equipment power supply and earthing requirements. It is the customer's responsibility to provide the correct power supply. For AC supplies, appropriate sockets should be provided adjacent to the rack position. For DC supplies, the customer should provide cabling to the equipment position with an appropriate crimp connector. The partner or Cisco must connect to the equipment with the customer present to verify that the power is isolated. All power leads are to be labeled. Include details of earthing requirements. It is the customer's responsibility to provide an isolated earth cable to the equipment position with an appropriate crimp connector. The partner or Cisco must connect to rack/equipment. Please highlight the implementation engineer's responsibility to comply with local safety requirements.>

[example]

DC power rail layouts 

Power supply requirements:

· Implementation team is to follow local safety requirements and those detailed in the installation manuals.

· Implementation team is to follow local equipment and cabinet-specific power, grounding, and bonding requirements, as well as those detailed in the installation manuals.

· Partner or Cisco is to ensure that the work carried out by and on behalf of partner or Cisco is done so with due regard to the relevant regulations, standing instructions, working practices, and procedures at the <Customer> site.

· <Customer> is to provide the correct power supply. For AC supplies, appropriate sockets to be provided adjacent to the rack position. For DC supplies, <Customer> is to provide cabling to equipment position with an appropriate crimp connector. An appropriate crimp tool can be obtained from RS Components at http://rswww.com product code 445-611.

· <Customer> is to provide an isolated earth cable to the equipment position with an appropriate crimp connector. (16 mm earth cable at cabinet earth point.)

· Partner or Cisco is to verify <Customer>'s installation of cabinet power rails, power feeds, and earthing and ensure that all supplies are isolated. (50A DC supplies at each cabinet DC distribution rail.)

· Partner or Cisco is to label power supply cables of the form "zur1cs01 psu1 live," where zur1cs01 is the node being connected to, psu1 is the power supply, and live is the terminal termination point.

Record any issues on the implementation hand-over certificate.

Step 5. Unpack Equipment

<Provide details of unpacking procedures.>

[example]

You can find details of the equipment order/s within the product's documentation material. Alternatively, you can reference the Cisco documentation website.

You can find details of rack mounting of equipment in the later section "Physically Install Equipment in Cabinet, Including Cables Between New Network Devices."

· The implementation team is to check that packaging has not been damaged in transit. (Check tip and shock indicators.)

· The implementation team is to check that equipment is in good condition when removed from packaging.

· Partner or Cisco is to assemble equipment adjacent to the installed position.

· Partner or Cisco/<Customer> is to retain all packaging until the implementation is complete. Where equipment needs to be shipped in the original packing material, such as for RMA purposes, the equipment and packing must be matched accurately.

· <Customer> is to arrange the removal of packaging from site when all implementation activities have been completed.

Record any issues on the Implementation hand-over certificate.

Step 6. Physically Install Equipment in Cabinet, Including Cables Between New Network Devices

<Provide details of how the equipment should be positioned physically within the cabinet. Load equipment from the bottom of the rack upward. Include information from the SRS detailing rack/equipment positioning and specific implementation instructions. Refer to the installation documentation that is supplied with each piece of equipment, and provide the URL of specific Cisco product documentation. Highlight any points that relate to the specific implementation, and include details where the standard installation document does not provide sufficient information.>

[example]

Refer to installation documents supplied with each piece of Cisco equipment for specific installation procedures. 

Take particular care to ensure that the rear support brackets are fitted for the BPX8650 and MGX8850. Both of these products are heavy, so it is important to pay attention to the safety advice in the installation manual (supplied with the equipment).

Locate the Cisco STRATM cabinets on the second floor of the building, in position A24.

· Partner or Cisco is to ensure that racks are bolted to the floor and have an upper support rail.

· Partner or Cisco is to install equipment in accordance with Cisco documentation and as agreed with <Customer>.

· Partner or Cisco is to verify that the equipment has sufficient clearance for front and rear access to ease installation, removal, and maintenance.

· Partner or Cisco is to verify that the equipment has sufficient clearance within the cabinet for airflow.

· Partner or Cisco is to verify that cabling does not block airflow or equipment access.

· Partner or Cisco is to label equipment with the appropriate host name on the front and back.

Record any issues on the implementation hand-over certificate.

Step 7. Record Equipment Serial Numbers, and Check Against Delivery Documentation

<Provide details of the serial numbers to be captured from field replaceable items. It is vitally important that such equipment serial numbers are tracked throughout the implementation. The partner or Cisco project manager should ensure that the serial numbers recorded in this document are compared to those recorded during staging and supplied to the partner or Cisco customer service organization, who will ensure that the records used for support purposes are updated as required, and that sufficient spares are held.>

[example]

Serial numbers are shown on equipment and invoices.

· Partner or Cisco is to record equipment serial numbers, as indicated in http://www.cisco.com/univercd/home/home.htm, via manual inspection. 

· Partner or Cisco is to verify that serial numbers are consistent with those shown on shipping invoices, where applicable.

Record any issues on the implementation hand-over certificate.

Step 8. Verify That Card Modules Are Inserted into the Correct Slot Allocations

<Provide details of how cards are to be positioned in the partner or Cisco equipment.>

[example]

Slot allocations for each piece of equipment 

· Partner or Cisco is to verify slot allocations.

· Partner or Cisco is to correct any incorrect slot allocations.

Record any issues on the implementation hand-over certificate.

Step 9. Install Intra-Cabinet Power Cabling and Protective Earth Cabling

<Provide details of any intra-cabinet power cabling to be installed. Make considerations for possible effects of electromagnetic interference, as well as any limitations on cable length.>

[example]

DC power rail layouts are shown in http://www.cisco.com/univercd/home/home.htm.

Power supply requirements are shown in the SRS.

· <Customer> is to provide DC power cables and cabinet earthing cabling and ground points. Suitable crimps can be obtained from RS Components at http://rswww.com with product codes of 531-021 for a 10 mm 2 cable and 119-160 for a 6 mm 2 cable.

· <Customer> is to confirm that power is from isolated supplies.

· Partner or Cisco is to install <Customer> prepared power cables between cabinet power rails and equipment power entry modules, as indicated in the documentation.

· Partner or Cisco is to connect earth cables to cabinet earth points and equipment-specific bonding locations. (<Customer> is to present a prepared cable to the cabinet position.)

· Partner or Cisco is to neatly tie and label cabling with key fob-style holders. Cable labels should be of the form "zur1cs01 psu1 live," where zur1cs01 is the node being connected to, psu1 is the power supply, and live is the terminal termination point.

· Partner or Cisco is to verify that power cables and data cables are segregated.

Record any issues on the implementation hand-over certificate.

Step 10. Install Intra- and Inter-Cabinet Communications Cables

<Provide details of the intra- and inter-cabinet communications cabling to be installed. Make considerations regarding possible effects of electromagnetic interference, as well as any limitations on cable length.>

[example]

Cables for equipment have been included in the order, as shown in the documentation

You can find device cabling end points in the product documentation material.

· <Customer> is to provide intra-cabinet cables.

· Partner or Cisco is to ensure that fiber cables are not wound so tightly that damage might be caused to the fiber itself.

· Partner or Cisco is to install all provided cables between equipment used in the same rack in accordance with the product documentation material.

· Partner or Cisco is to neatly tie and label cabling with key fob-style holders. Cable labels should be of the form "zur1cs01 2.3 – zur1ec01 7.1," where zur1cs01 and zur1ec01 are the nodes being connected with the cables connecting to line 3 of card 2 and 1 of 7 respectively, and zur1cs01 is the local node.

· Partner or Cisco is to verify that power cables and data cables are segregated.

Record any issues on the implementation hand-over certificate.

Step 11. Verify Circuit Termination in <Customer> Patch Panel

<Provide details of the patching requirements that are necessary to simulate the customer carrier circuits. State how this should be verified.>

[example]

Cables for equipment have been included in the order, as shown in product documentation material.

You can find device cabling end points in product documentation material.

· <Customer> is to confirm that circuit designations between patch panel and NTU equipment are correct.

· <Customer> is to confirm that all cabling between NTU equipment and the patch panel is correct and has been tested.

· <Customer> is to confirm that all circuits have been tested successfully.

· <Customer> is to confirm circuit designation to partner or Cisco.

· <Customer> is to confirm that all cable runs are within cable and signal length specifications.

· Partner or Cisco is to record circuit termination information in product documentation material.

Record any issues on the implementation hand-over certificate.

Step 12. Power Up Cisco Equipment

<Provide details of the equipment power-up procedure. Refer to the site survey to identify any restrictions as to how the equipment should be powered up.>

[example]

· Partner or Cisco is to confirm that DC power supplies are within range using a DVM.

· Partner or Cisco is to switch on all equipment power supplies. (Refer to any local requirements to power up in stages.)

· Partner or Cisco is to confirm that all equipment begins power-up cycle.

· Partner or Cisco is to confirm that all equipment provides a user prompt when a VT100-compatible laptop is connected to the console, or equivalent, port.

· Partner or Cisco is to log into each device in turn and verify that there are no outstanding/unexplained alarms or unexplained equipment failures following power-up.

Record any issues on the implementation hand-over certificate.

Step 13. Verify/Load System Software/Firmware

<Provide details of the software/firmware revisions required and how an implementation engineer would carry out any required upgrades.>

[example]

System software requirements are shown in product documentation material.

Details of software upgrade procedures are detailed in product documentation material.

· Partner or Cisco is to connect to each Cisco WAN device in turn using a VT100-compatible terminal and verify switch software, bootcode, and firmware versions.

· Partner or Cisco is to connect to each Cisco router in turn and verify IOS software versions.

· Partner or Cisco is to correct any variation to the defined releases.

Record any issues on the implementation hand-over certificate.

Step 14. Configure Equipment

<Provide details of how configurations will be applied to equipment and the configurations. Refer to the product documentation material for the actual configurations.>

[example]

You can find special instructions that should be observed prior to loading configurations in product documentation material.

You can find device configurations in product documentation material.

· Partner or Cisco is to input device configurations that will be used prior to testing.

Record any issues on the implementation hand-over certificate.

Step 15. Complete Installation Tests

<Provide a high-level list of installation tests to be carried out. Refer to the product documentation material for low-level test detail. The aim of installation tests should primarily be to prove that each piece of equipment is operational. Each test should be witnessed by the customer, and an individual test sheet must be completed.>

Complete individual test sheets for each test.

Indicate any failures on the implementation hand-over certificate.

[example]

Table 3
Installation Tests

	Test 
	Description

	
	BPX

	4.16.1
	Card visibility

	4.16.2
	Environmental checks

	4.16.3
	Alarm verification

	4.16.4
	Error detection

	4.16.5
	Power supply failure

	4.16.6
	Fan failure

	
	MGX

	4.16.7
	Card visibility

	4.16.8
	Alarm verification

	4.16.9
	Power supply failure

	4.16.10
	Unused service module line checks

	4.16.11
	Service module configuration verification

	4.16.12
	Firmware verification

	4.16.13
	Card error detection

	
	7204

	4.16.16
	PSUs operational

	4.16.17
	All modules recognized

	4.16.18
	Flash boot register verification

	4.16.19
	Hardware visibility

	4.16.20
	Memory availability

	
	7507

	4.16.21
	PSUs operational

	4.16.22
	All modules recognized

	4.16.23
	Flash boot register verification

	4.16.24
	Hardware visibility

	4.16.25
	Memory availability


Step 16. Add Equipment to <Customer> Network

<Provide clear instructions on how the equipment is to be added to the customer network. Reference to customer change control processes might be required.>

[example]

On successful completion of installation tests (witnessed by <Customer>), the following steps should be taken to add the equipment to the <Customer> network:

· Partner or Cisco is to configure MGX and BPX trunks as indicated in http://www.cisco.com/univercd/home/home.htm.

· Partner or Cisco is to configure BPX lines as indicated in http://www.cisco.com/univercd/home/home.htm.
· Partner or Cisco is to configure BPX connections as indicated in http://www.cisco.com/univercd/home/home.htm.
· Partner or Cisco is to verify connection and alarm status and report to <Customer> any outstanding and unexplained alarms.

At the time of leaving the site, all BPX to BPX trunks should be upped even if they are not added to the network because remote nodes have not yet been commissioned. This should prevent the need for return visits because when remote sites are commissioned, the alarms should clear when reliable trunk circuits are being used.

Record any issues on the implementation hand-over certificate.

Step 17. Complete Commissioning Tests

<Provide a high-level list of commissioning tests to be carried out. Refer to http://www.cisco.com/univercd/home/home.htm for low-level test detail. The aim of commissioning tests should primarily be to prove that each site is operational. Installation tests should not be repeated without good reason. Each test should be witnessed by the customer; an individual test sheet must be completed.>

Complete the individual test sheets for each test.

Record any issues on the implementation hand-over certificate.

[example]

Table 4
Commissioning Tests

	Test
	Description

	
	BPX

	4.18.1
	Network trunk verification

	4.18.2
	Network line/port verification

	4.18.3
	Node feeder verification

	4.18.4
	Network node numbering verification

	4.18.5
	Circuit error verification

	4.18.6
	Connection verification

	4.18.7
	Connection integrity tests

	4.18.8
	In-band IP address verification

	4.18.9
	Network clock verification

	4.18.10
	Virtual terminal remote access verification

	4.18.11
	Processor switchover

	4.18.12
	Y redundancy switchover

	4.18.13
	Node power cycle

	
	MGX

	4.18.14
	Feeder node trunk verification

	4.18.15
	Node clock source verification

	4.18.16
	Feeder trunk error verification

	4.18.17
	Processor switchover

	4.18.18
	Node power cycle

	
	7507

	4.18.19
	Layer 2 and error detection

	4.18.20
	Layer 1 and error detection

	4.18.21
	Local interface connectivity verification

	4.18.22
	OSPF route validation

	4.18.23
	OSPF adjacency validation

	4.18.24
	IP routing table validation

	4.18.25
	IP BGP table validation

	4.18.26
	IP BGP summary

	4.18.27
	Remote site connectivity validation

	
	Service Tests

	4.18.28
	Frame Relay traffic verification


	4.18.29
	Circuit emulation traffic verification



� Should be delivered with equipment. Alternatively, you can find it in the Cisco Product Documentation at � HYPERLINK http://www.cisco.com/univercd/home/home.htm ��http://www.cisco.com/univercd/home/home.htm�.


� Should be delivered with equipment. Alternatively, you can find it in the Cisco Product Documentation at � HYPERLINK http://www.cisco.com/univercd/home/home.htm ��http://www.cisco.com/univercd/home/home.htm�.


� Should be delivered with equipment. Alternatively, you can find it in the Cisco Product Documentation at � HYPERLINK http://www.cisco.com/univercd/home/home.htm ��http://www.cisco.com/univercd/home/home.htm�.


� Sample Frame Relay and circuit emulation configurations are included in � HYPERLINK "http://www.cisco.com/univercd/home/home.htm" �http://www.cisco.com/univercd/home/home.htm�.


� Sample Frame Relay and circuit emulation configurations are included in � HYPERLINK "http://www.cisco.com/univercd/home/home.htm" �http://www.cisco.com/univercd/home/home.htm�.
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