Test Incident Report

Incident ID:  



Date:

Time:

Testers:  

Incident Summary:

Incident Description:  

a.  Inputs: Describes the inputs actually used (e.g., files, keystrokes, etc.).

b.  Expected Results:  This comes from the test case that was running when the incident was discovered.

c.  Actual Results:  Actual results are recorded here

d.  Anomalies:  How do the actual results differ from the expected results? Also record other data (if it appears to be significant) such as unusually light or heavy volume on the system, it's the last day of the month, etc.

Impact:  What is the potential impact on the user.  The categories (and examples are) are:

Minor: Misspelled word on the screen. 

Major: System degraded, but a workaround is available. 

Critical: System crashes. 

Investigation:  This section of the incident report explains who found the incident and who the key players are in its resolution. Also, what is the estimated amount of time required to isolate the defect.  Include your analysis of the defect in this section as well (questions from 2.1)

Disposition:  Maintain a log of the incident as it goes through the analysis, debugging, correction, re-testing, and implementation process.   Be detailed and include dates and times of the work done here.

