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HOW TO USE THE HIGH LEVEL BUSINESS REQUIREMENT TEMPLATE
The High Level Business Requirement Template (HLBR) is a Stage1 (Define and Initiate) Strand 3 product within the DWP Change Lifecycle.

The purpose of this document is to provide the supplier(s) and stakeholders with a definitive set of High Level Business Requirements for your project and the business reasons for the changes that are to be implemented.

There may be one or more HLBR produced each specific to the specialism concerned e.g. IT HLBR, estates HLBR etc.  The format and input and output dependencies of the HLBR may also differ dependant on the specialism concerned. 

High Level Business Requirements are informed by the Project Model Requirements, which are driven by the Service Delivery Model and Business Architecture Model.  This guidance refers you to these products but aims to consider how to complete your HLBR should these products not be available.  The HLBR will require sign off at Senior User Level.

The HLBR is mandatory under the Approvals and Gated Review process.

It is important to cover all the items shown in the template.  If any are not appropriate, please insert “Not Applicable” along with the reason under the appropriate heading.  (This allows reviewers to understand that you have considered this section, but have found it not to be applicable for a particular reason.) 

You may wish to add some further sections to better capture the requirements of the project at hand.

Annexe 2 contains a checklist, which can be used to assess the requirements captured.




PLEASE NOTE

· Before using this template, please ensure that you have read the best practice titled “Compiling Business Requirements”
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Management Summary

This should provide a short summary of the key points developed within the product, including: -

· The project context of the HLBR 

· Why it is being produced

· How it is structured

Glossary of Terms

Capture here all the abbreviations and specific terms used in your document.  The aim is that anyone with a reasonable background should be able to read this document (along with the glossary of terms) and understand it.

Be aware of industry-specific terms, technical terms or abbreviations, or terms/abbreviations which other suppliers or project staff may not know or be familiar with (e.g. Department specific abbreviations).

	PB
	Project Brief

	
	


1 Introduction

1.1 Vision

This section should paraphrase the project vision and include a short jargon- free statement stating what the project is intended to deliver.  This can be found in the project brief.

1.2 
Objective

This describes the objective of the project, and might include describing how the future organisation will look and feel, how it will conduct business be developed and what impact it will have on the business.

1.3 Need/Purpose

Having set the overall context by outlining the project vision, the text should now establish the need/purpose of the requirements as well as background/internal and external drivers.

1.4 Usage

Describe who will use the product and for what purpose.  For example, describe its usefulness as an input to the package selection/assessment processes and how it will inform the selection criteria applied within those processes.

1.5 Inputs

Describe the inputs to the products.  (These are documents which feed into this requirement specification, for example strategy documents which drove this project’s creation).

1.6 Structure

Describe the structure of the product.

2 Scope of Requirements Specification

This section covers the areas of the project which are within the scope of this high-level requirements specification, and the areas which are excluded from this specification.  This is useful either when the HLBR is one of several different sets of requirements for different pieces of the project, or when there is a need to explicitly state the scope of requirements (for example, “this requirement specification will cover requirements for the X system, but not for the reporting sub-system which is covered by a separate project”)

N.B:  Service, Technical, Commercial and Financial Requirements will be detailed separately in the SSR_RFP.

2.1 Inclusions

State areas which are explicitly included in the scope of this requirements document.

2.2 Exclusions

State areas which are explicitly excluded from the scope of this document (e.g. requirements which will be addressed in a later phase).

3  Requirements Specification

This section covers the two main types of requirements – functional and non-functional.  For more information about establishing user requirements please see the best practice “Compiling Business Requirements”.

Please Note: Once these requirements are baselined and agreed, any changes to them will have to be made via formal change-control processes.

Appendix 2 contains a detailed requirements checklist for you to use in checking that the requirements captured are verifiable requirements.

3.1 Functional

This section is for the capture of functional requirements (please see the “Compiling Business Requirements” best practice guideline for more information on different kinds of requirements.  Also – it is highly recommended that anyone involved in eliciting requirements and the capture thereof should have completed departmental standard Business Analyst Training - http://www.paritytraining.co.uk/mpo/cstm/dwp/group.asp?jra=16&sc=17).  In brief, however, Functional Requirements typically cover requirements on a system which govern functions that the system can offer (generally describing an activity that the user can do with the system).  An example would be “Capture New Application”.  Non-functional requirements are generally requirements on a system which are not describing an activity which a user could perform on the system – for example “Response times must be quicker than 3 seconds”.

It is recommended that functional requirements are captured in use-cases (for more on use-cases, please see the “Capturing Business Requirements” best practice).  

Key areas to consider are:

· Key user interactions with the system (things that the user will do on the system)
· Any special administrative functions required (e.g. creating user accounts)
· Maintenance functions required (e.g. running a system backup)
These functional requirements could cross reference against a business process (since an action-step in a business process may relate to a system function)
	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.1.1 Report Generation & Printing (including Management Information)

This section specifies requirements for reports or printed output from the solution – some examples may be:

· Management Information

· Routine, Standard Reports


· Trends


· User defined reports (application specific)

· Printing facilities and formats.


Report requirements would generally be specified in a large amount of detail, and so the grid below may refer to a detailed report definition.  At HLBR stage, this would probably only specify the data which the report should contain, but at detailed requirements stage this should also include a mock-up of the final report (for layout purposes).
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	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.1.2 Help Facilities

Here, please consider requirements for help functions such as:

· Context sensitive help for users

· Hints and tips on mouse-over

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.1.3 System Management 

Here, please consider user System Management function requirements such as:

· Functions to manage system users & security

· Management of system performance

· Functions to ensure the systems, including applications and infrastructure, are secure and adhere to UK Government and DWP security policies

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2 Non-Functional

This section captures the non-functional requirements on the system in question.  Please see Annexe 1 – Sample Non-Functional Requirement Areas for a list of areas that you may consider as candidate non-functional requirements. 

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.1 Security 

Where security requirements relate to functions that the user must perform (e.g. create user account, or update user permissions), these requirements should be captured in section 3.1.  Where security requirements don’t involve a function that a user will perform, but are embedded in the system (e.g. “users should only have access to the system components which are allowed by their user-profile”), they should be captured within the table presented below:
(Please Note: Specific guidance on Security Requirements applicable to the DWP environment is available from the DWP Security Group – these requirements are mandatory, so the reader is advised to make contact with this group early in the development of the requirements).

All projects that involve elements of IT should ensure compliance to UK Government and DWP security standards. Please see link to the Information Systems Security Standards (ISSS) – the Department’s overarching security principles and policies. There are other more specific policies which can be accessed via the intranet on the DST site.

http://intralink.link2.gpn.gov.uk/1/corp/sites/dsg/standards/dwp_m127343.pdf
IT Projects should cover security in all stages of development and should not only consider the IT security aspects while in development but should assess how that will translate once the service goes ‘live’ For advice on IT Security operational issues contact the IT Security Operations Management (ITSOM) team.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.2 Availability

Capture here requirements of when the system must be available for end users (although it is tempting to say “24x7”, this may have a cost implication, and it’s valuable to specify the true required availability for the system).

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.3 User Access 

Here, please consider user access requirements such as:

· Requirements for concurrent multi user working

· Information sharing needs

· Available for working from home

· Available via multiple channels (web, desktop, mobile, etc)

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.4
Accessibility

All projects introducing change for DWP staff and or customers must ensure that they meet the requirements of the Disability Discrimination Act (DDA) (1995), as amended.  This section should be used to capture the high-level requirements relating to accessibility for disabled people.  These are likely to focus heavily on the IT elements of the project; however consideration should also be given to other areas of impact on disabled people, not directly related to IT, including customer interactions, staff processes and job roles.

Development of specific accessibility requirements will also be informed by undertaking an Equality Impact Assessment at an early stage of the project.  An outline assessment of the potential impact of the project/system on disabled people (both staff and customers) should have been undertaken in the Assess Feasibility phase but this will need to be built-on in order to fully define accessibility requirements.
In order to help deliver our responsibilities under the DDA, all IT systems developed or purchased for DWP must comply with the DWP IT Accessibility Standards Version 2.0. These incorporate the DWP E-Communications Intranet and Internet Accessibility Standards, applicable to all web-based IT systems.

An Accessibility Best Practice Note is now available highlighting the mandatory activities projects will undertake to meet DDA requirements.  Accessibility is an integral part of the Department’s Enterprise IT Architecture.  Projects will be assessed at gated reviews against key accessibility criteria within the Enterprise Architecture Assurance Dashboard.
All projects introducing change for DWP staff and or customers must ensure that they meet the requirements of the Disability Discrimination Act (DDA) (1995), as amended.  This section should be used to capture the high-level requirements relating to accessibility for disabled people.  These are likely to focus heavily on the IT elements of the project; however consideration should also be given to other areas of impact on disabled people, not directly related to IT, including customer interaction processes and staff processes and job roles.

In order to help deliver our responsibilities under the DDA, all IT systems developed or purchased for DWP must comply with the DWP IT Accessibility Standards Version 2.0.  These are an integral part of the Department’s IT Enterprise Architecture and Technology Policies, and incorporate the DWP E-Communications Intranet and Internet Accessibility Standards, requiring web-based IT systems to meet the W3C Web Accessibility Initiative Web Content Accessibility Guidelines to at least “AA” standard.

In practice this means that IT systems must be designed to be used effectively by everyone, regardless of visual, hearing, physical/motor or cognitive impairment.  Systems for use by DWP staff will need specifically to be compatible with the major assistive technology products used in the DOI environment.  More information about types of impairment, how each can affect an individual’s ability to use IT, and about current DWP assistive technology packages can be found in the DWP IT Accessibility Standards document.

Development of specific accessibility requirements will also be informed by undertaking an Equality Impact Assessment at an early stage of the project.  An outline assessment of the potential impact of the project/system on disabled users (both staff and customers) should have been undertaken in the Assess Feasibility phase but this will need to be built-on in order to fully define accessibility requirements.

For more information about the full range of activities, projects will need to undertake to ensure the requirements of the DDA are met, see the Accessibility Best Practice Guidance.
	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.5
Sustainable Development

The Department is committed to contributing to the delivery of UK Strategy for Sustainable Development, and this is outlined within the Department’s Sustainable Development Policy Statement.
The core work of the Department explicitly supports the social and economic pillars of sustainability. We need to ensure that the way that we deliver our business contributes to these priorities and also contributes to the third, environmental pillar.

There are a number of cross Government targets in place that cover key environmental issues. The following issues are particularly pertinent, and should be highlighted within the HLBR allowing suppliers to develop efficient solutions. 

Energy – The Department spends in excess of £17,000,000 per annum on electricity. There are cross Government targets in place that require us to increase energy efficiency at the same time as reducing overall usage. All projects need to consider if there are ways that new IT systems can contribute to these aims.

Waste – the Department produces over 30,000 tonnes of waste each year. The majority of this is paper waste and this is recycled wherever possible. However, the main cross Government waste targets require departments to reduce the amount of waste that is generated. All new IT systems and processes should seek ways to reduce the amount of waste, particularly paper waste that is produced. For example, reducing the number of paper prints produced, and storing information electronically would mean a reduction in paper consumption, waste generation, transport costs and associated storage issues. All these would in turn generate financial savings.

Resource use – generation of waste is closely associated with resource use. One of the main priorities of the current UK sustainable development strategy is to encourage more sustainable patterns of production and consumption. All IT solutions should seek to support this priority. For example, reducing the volume of paper used within a process would provide resource and financial savings to the Department.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.6
Usability

The following are some examples of possible areas for usability requirements:

· Human factors/ergonomics

· Aesthetics 

· Consistency in the user interface 

· Use of colour for key concepts (related to Accessibility due to colour blindness).

· Online and context-sensitive help 

· Wizards and agents 

· User documentation 

· Training materials 

· Usability standards

· Timings for typical tasks

· Training time for normal users and power users to become productive at particular operations
· Error rate – how many errors a trained user will average for a common scenario.

· Learning time – how long it takes before the user can execute a scenario faster than the specified maximum execution time.

· Target cost savings to be realised via usability improvements
· Further information and guidance can be found at the accessibility website on the departmental intranet.  Communications : Intranet Accessibility Standards
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	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.7 IT Service Continuity

IT Service Continuity is a separate non-functional requirement area (separate from availability) including recoverability and covering the requirements below.  These must be reviewed by ITSCM as part of the quality review.  NB:  Some of these requirements can be populated from known contractual provisions already in place.  Only variations need to be specified. 

The following Service Continuity requirements must be covered:

· Overall ITSC service 

· Period of DR cover specified as hours per day – essential

· Implementation timescale specified as months before/after ‘go live’ – essential

· Plan update frequency specified as: Trigger events

  : Number of updates annually – essential

· Test frequency and duration specified as number of tests per year; test days; whether overnight/weekend testing is required – essential

· Growth allowance specified as % by which baseline capacity can increase in subsequent years with no extra cost – desirable

· Reliability 

· Application reliability specified as permitted failures per number of operations e.g. 1 in 1000 – desirable

· Infrastructure Single Points of Failure specified as maximum permitted e.g. No Single Points of Failure – essential

· Resilience 

· Backup facilities/copies specified as N+1 (or more) where N = live and number represents the number of backup facilities/copies –essential

· Clustering specified as N2 (or more) where the number represents the number of live instances available for failover or load balancing – essential

· Incidents 

· MTBI specified as mean time between incidents – desirable

· Escalation specified as how this is to be approached – essential

· MTR specified as mean time to respond – essential

· Damage limitation specified as how this is to be approached – essential

· Stabilisation specified as how this is to be approached – essential

· MTTA specified as mean time to attend – essential

· MTTR specified as mean time to repair – essential

· MTTF specified as mean time to fix – essential

· Impacts

· Maximum downtime specified in hours or days – essential

· Maximum permitted degradation specified as e.g. response time increased by no more than 20% - essential

· Maximum delay specified as time beyond normal deadline for (batch) completion – essential

· Maximum permitted data loss specified in hours/days of data

· Recovery 

· Invocation period specified as time between declaration and recovery commencing – essential

· Recovery Point Objective specified as time relative to point of disaster that data is to be recovered to (e.g. could be ’24 hours prior’ using daily backups, or ‘rolled forward to point of disaster’ using logs) – essential

· Recovery Time Objective specified as time between recovery commencing and service being resumed to the business – essential 

· Usage period specified as maximum period DR facilities may be used – essential.
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	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.8
Performance 

Please capture here any requirements on the system in terms of performance – some examples of possible requirements may be:

· Transaction processing speed on certain transactions 

· Throughput, (transaction per second)

· Response time – response time for a transaction (average, maximum)

· Resource usage (memory, disc, network traffic)

· Capacity – number of customers or transactions the system can accommodate 
· Degradation modes (what is the acceptable mode of operation when the system has been degraded in some manner)

· Any performance limits on down-stream systems – for example, if this system will interface to the general ledger, but the ledger can only process 1000 transactions per second, then this may act as a limit on this system.  If known, name the legacy system(s) affected and the area(s) of impact (e.g., database volumes, transaction rates, and batch run sizes)

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.9
Capacity/Volume 

Please capture here any requirements on the system in terms of capacity/volume – some examples of possible requirements may be:

· Transaction processing volume required

· Capacity for record storage

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.10
Interoperability

Two types of interoperability need to be considered within this section: -

Real time interoperability refers to interchange of information between systems that occurs on a real time basis, i.e. the operator is unaware of the transfer process between repositories, manual intervention not being required. This applies to situations when vendors consider there to be an advantage in the interchange, usually within the context of open standards. 
Batched interoperability refers to interchange that is not achievable synchronously. This usually applies to situations where a utility needs to be run in order to render an output in some intermediate format that conforms with a standard, XML for example. A corresponding import process is usually then required by the exchange partner. 

Having established this definition, interoperability standards may now be identified via consideration of: -

· Vendor support for the range of industry standards that facilitate interoperability (XML)

· The degree to which selected third party packages/components subscribe to open standards.

· Bridges and interfaces supported by vendors, specifically the potential for integration between selected vendor products in a multiple COTS implementation.

· Import/export facility

· Platform support

· The degree to which selected vendor packages integrate with common utility packages such as MS Schedule/Office, Post Office Address File, Electronic Yellow pages.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.11
Data

Data is central to integration/interchange between systems and is therefore presented within its own section.  In addition, new DWP systems will still need to exploit the legacy domain and existing data repositories Data standards for exchange will therefore be of primary importance.

The aim of this section is to document any requirements on the system in question, in terms of accessing data in a particular format.  Some examples may be:

· Data which resides on legacy systems, and which must be accessed and stored on this legacy system

· Data to be migrated to the new system (including the system(s) on which data currently exists)

· Please note – this is not the place to document the Data-Design for the proposed system – a Data-Design is not a requirement, but a solution.  This section is only relevant where the system must provide or access data in a particular format (in essence, a special case of an interface).

For the above specified data sets, it is useful to look at the following (especially when investigating the next level of detail):

· Data structure (such as, relational or flat file) 

· Data size 

· Which users and what systems use this data today 

· Availability, periods when data is unavailable because of database maintenance or batch activity 

· Whether this data be moved or copied.

· Outline any impact on the interfaces with legacy systems.  If known, name the system(s) and data(s) affected.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.12
Interfaces

This section defines inter-system interfaces that this system must comply-to or implement.  Some examples may be: 

· Any hardware or physical interfaces

· The software interfaces to other components of the software system. These may be purchased components, components reused from another application, legacy systems, or components being developed for subsystems outside of the scope of the project, but with which this software application must interact.

· Communications interfaces to other systems or devices such as local area networks, remote serial devices, etc.

· Any impact on existing interfaces.  If known, name the system(s) and interface(s) affected. 

· Interfaces with Shared Services' payments systems (i.e. RM or PACS).

Please note:  There may be overlaps between this section and the data-section – where overlaps do exist, please make an explicit note of this overlap and use cross-references to highlight.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


3.2.13
Audit

If there are specific requirements which relate to creating an audit trail in the system, then these would be covered here.  An example may be “every attempt to access customer records should be logged with the user-name, date, time, etc”.  

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


4 Requirements Imposed by Specific Legislation and Departmental Strategies

4.1 Diversity and Equality – Equality Legislation
As a Department, the principles of diversity and equality are key to developing and delivering good quality, public services that are accessible to clients, partners and internal customers.  Projects must comply with the DWP Diversity and Equality Strategy and Policies and ensure that our legal obligations on equality will be properly delivered and are fully integrated within project planning and implementation.
We have legal obligations to:

· Eliminate unlawful discrimination and harassment;

· Promote equality of opportunity;

· Promote good relations between people of different racial groups;

· Promote positive attitudes towards disabled persons;

· Encourage participation by disabled persons in public life;

· Take steps to take account of disabled persons’ disabilities, even where that involves treating disabled persons more favourably than other persons.
To meet these obligations, projects will need to set out how the legislative duties will be met and how they will support DWP’s strategic aims for diversity.  In doing so, you must consult and involve a broad range of customers (e.g. disabled people) when developing new policies, functions or services or changing existing ones.

Involving customers is part of the Department’s legal requirement to undertake Equality Impact Assessments to ensure that we do not directly or indirectly discriminate and continue to promote equality when we introduce a new policy, function or service or change existing ones.  For example, projects must perform an impact assessment during project definition to ensure that adverse impact is eliminated or mitigated before the Gate 0 approval process.  Projects must continue to impact assess through the lifecycle, particularly for large-scale and wide-ranging changes as detailed design progresses.

Projects must also have due regard to the provision of reasonable adjustments for both employees and customers.  This is a legal requirement under the Disability Discrimination Act (DDA)1995.  For example, for:

· employees:  projects must ensure that employees are not put at a substantial disadvantage by their environment, the way things are done or any physical feature of the workplace;

· customers:  as a service provider, projects must identify what is required to make reasonable adjustments to the way that we deliver our services and the physical features of our premises that make it impossible or unreasonably difficult for disabled people to make use of the services provided.

Examples include the need to make adjustments to premises e.g. widening doorways for wheelchair users or making changes to working practices e.g. assigning the person to a different location or to another existing vacancy.

Reasonable adjustments may also be required to allow disabled people to make use of the Department’s IT systems.  For staff, this can include the provision of assistive technology such as screen-reading software and speech-input applications.

The overriding DDA requirement is for our IT systems to be accessible (see section 3.2.4); the design of an IT system should not itself cause users to require additional reasonable adjustments.  However, where customer-facing IT is concerned, it may sometimes be appropriate to make reasonable adjustments in addition to providing an accessible system, for example, if we were to offer customers access to a service on public PCs within our offices, providing screen-reading software on each PC would allow blind customers to use the facility.
4.2 Procurement of external contracts

Advice on procurement will follow shortly please keep checking for updated guidance.
4.3 Euro Compatibility

It is Government policy that euro compatibility should be incorporated into all new or upgraded computer systems in the public sector where this represents value for money.  As this can normally be done at marginal cost, it would usually represent value for money unless the system had a very short life.

There is no one definitive statement as to what euro compatibility is; it depends on the business needs.  Guidance is available on the Intranet; click on ‘A-Z’ and look for ‘Euro’.

The solution will need to address euro compatibility and questions should be posed here to establish from the supplier how the system would cope with changing from operating in sterling to operating in euro during the Transition Period, where dual display of both currencies may be required and data may need to be converted.  If the nature of the business indicates that one approach to achieving euro compatibility is more preferable to another, then this should be reflected in the requirements.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


4.4 Welsh Language Compliance

Please capture here any requirements which relate to the legislative requirement for Welsh Language Compliance.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


4.5 Data Protection Act 1998

Please capture here any requirements which relate to the legislation called the “Data Protection Act”.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


4.6 
Computer Misuse Act 1990

Please capture here any requirements which relate to the legislation called the “Computer Misuse Act”.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


4.7 
Health and Safety Legislation

Any requirements relating to Health and Safety legislation should be captured here.  For further information see the Department’s Health and Safety website.

	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


4.8 
Northern Ireland Social Security Agency (NISSA) 

The Department’s relationship with NISSA is formally set out in the DWP\SSA Concordat, a revised version of which was signed by both Permanent Secretaries in 2002. 

It reaffirms the principle of "parity" which both organisations operate and reinforces the Ministerial agreement:  "That Northern Ireland will utilise the ICT systems and services of the Department to process the pay claims to benefit.  The taxpayer will not be asked to pay twice for the implementation of systems in NI which are common across the rest of the UK".

For Project\Progamme managers within both organisations this means:

1.
NISSA should always be considered to be “in scope” for any DWP project\programme relating to social security unless, by agreement in writing, they have asked to be excluded.

2.
NISSA projects shall pay only for any additional development to meet any NI specific requirements and where possible this should be limited to low-level changes only.

3.
NISSA shall be asked to cover on a pro-rata basis, their share of licensing and running costs based on the existing 're-charge' mechanisms.

Where DWP are considering any new project or programme, this should be notified in writing to the NISSA Business Development Director:

Colum Boyle
5th Floor
Lighthouse Building
1 Cromac Place
Gasworks Business Park
Ormeau Rd
Belfast
BT7 2JB
	Business Requirement Number
	Requirement description
	Essential or Desirable
	Issues
	Assumptions
	Constraints
	Interfaces

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


5 Constraints

This section should indicate any design constraints on the system being built. Design constraints represent design decisions that have been mandated and must be adhered to.  Examples include software languages, software process requirements, prescribed use of developmental tools, architectural and design constraints, purchased components.

Constraints may be identified via consideration of the following factors: -

· Resource limits (personnel or hardware)

· Schedule

· Return on investment

· Operating systems

· Company policies and procedures

· Operation environments and facilities

· Political issues

· Purchased software

· Existing systems 

· Use of existing processors or operating system images 

· Use of existing workstation equipment 

· Use of an existing network 

· Use of existing system management practices 

· Interfaces, constraints on availability, formats, timings etc

· Required standards 

· Implementation languages 

Specify whether there may be constraints imposed by legacy systems and if known, what types of constraint there may be. For example:

· Constraints on business process design

· Constraints on the technical architecture of the solution

· Constraints on volume (data storage and/or processing capabilities)

Constraints may be considered as requirements since each has the ability to severely restrict the delivery of the vision.

Constraints should be catalogued within the table presented below: -

	Id
	Key
	Description

	<id>
	CS
	


6 Assumptions

Show any working assumptions that have been identified during the compilation of the requirements matrix. These should include practical issues that might appear to be outside the scope of the project, availability of accommodation and impact on staff, for example.

Assumptions that are potentially and business sensitive should be treated as risks and consequently recorded in the risk register. This register is Project Support Office function. Guidance on Risk Management can be found on the DWP Change Lifecycle and contains details of assumption identification and rating.

Please Note: If assumptions affect particular requirements, please refer to the requirement affected so that once the assumption is verified (or updated), the requirement can be updated correspondingly.

	Id
	Key
	Description

	<id>
	AS
	


7 Issues

Show any issues that have been identified during the compilation of the requirements matrix.

These issues may be moved onto the Project Issues Register (at the discretion of the Project Manager) 

	Id
	Key
	Description

	<id>
	IS
	


8 Annexe 1 – Sample Non-Functional Requirement Areas

Below is a listing of possible non-functional requirement areas which you could use as a prompt in investigating requirements – this list is by no means exhaustive, but can be used to prompt thinking.

8.1 Availability

· System Availability

· Availability

· Permitted Continuous Downtime

· Permitted Reduced Availability

· Recoverability

· Disaster Recovery

· No Single Point of Failure

8.2 Capacity

· User Volumes

· Number of Users: Average Day Workloads

· Number of Users: Peak Workloads

· Number of Concurrent Users

· Number of Sites where Users are Located

· Volume Projections

· Transaction Volumes

· Number of Logical Transaction Transfers Per Day

· Number of Logical Transaction Transfers Per Hour

· Data Volumes

· Data Volumes

· Data Transfer Volumes

· Maximum Transfer Volumes

· Output Volumes

8.3 Performance

· Response Times by Business Transaction

· Minimum Performance Requirements

· Minimum Printing Performance Requirements

· Off-Peak (Outside SLA Hours) Response Times

8.4 Security and Audit

· User Management

· User Authentication

· Authorisation

· Non Repudiation

· Hierarchy – Segregation

· Other Logical Access Constraints

· Data and Application Security

· Security Audit Service

· Security Functionality

· Security Organisation

· Personal Security

· Compliance

· Confidentiality, Integrity and Availability

· Adherence to Security Polices

8.5 Usability

· HCI

· Look and Feel

· Minimal Footprint

· Branding

· Literacy

· Accessibility

· Guidelines

· Channels

· Data Coupling

· Portal Compatibility

· Channel Security

· Integration

· Help System

8.6 Management Information

8.7 Volumetrics

8.8 Data Management

· Data Backup and Recovery

· Data Update

· Scalability of Data Storage

· Data Retention

· Legislation

· Data Architecture

· Data Resilience

· Data Standards and Policies

· Concurrency

· Metadata

· Data Partitioning

· Replication of Data

· Model Extensibility

· DBMS

· Transformation

8.9 System Management

· Service Levels

· Availability Management

· Change Management

· Configuration Management

· Capacity Management

· Performance Management

· Scheduling Management

· Storage Management

· Business Continuity

· Exception Management

· Event Management

· Incident and Problem Management

· Software Distribution

· System Support Issues

9 Annexe 2 – Requirements Checklist

This section provides a quality checklist for requirements – this should aid in ensuring that requirements are testable

	Individual requirement
	Atomic
	Each requirement only includes one requirement.  Often a paragraph mixes several requirements, making testing and traceability difficult and in some cases introduces an implicit requirement.

Hint: Look for the word AND.  System X should do X and Y.  Here we have 2 requirements, stated as one, and using “and” in a requirement can introduce ambiguity – for example, the “the system must be fast enough to respond within 5 seconds and be robust” – this could mean 2 different things.



	 
	Feasible
	That the requirement is achievable within the timescales, costs, and technology constraints, for example, ensuring that the requirement does not call for a perpetual energy machine, to be delivered in 2 weeks.  To avoid infeasible requirements, have the right subject-matter expert  to work with the business analyst throughout the life cycle of requirements development.



	 
	Testable
	That independent tests can be constructed to prove that the requirement has been achieved or not achieved.  This often means that the test is quantified in some way.  A draft acceptance test should be formulated before the requirement is released.  (The draft acceptance test is only applicable to detailed requirements)

For example – a requirement which says “the system should improve relations between different areas of the business” is very difficult to test, and almost impossible to hold a supplier to delivering.

	 
	Unambiguous.
	That only a single meaning can be construed from reading the requirement and the completeness is determined by the level of precision required.

	
	Specific
	Requirements should be specific in their desired outcome, in order to be testable.  For example, the requirement “the system must be fast”.  How fast?  How will this be measured?



	 
	Does not prematurely dictate the design 
	That the requirement delivers only the higher-level requirement; it does not impose an unwarranted constraint on the design, architecture, technology or operation.

 

	
	Does not “gold-plate” the requirements or design.
	Gold plating means the design is over specified.  The requirements should specify the real business requirement, not an aspirational over-achievement of these requirements.


	Full Requirement Document
	Non-conflicting
	This and the following two attributes are similar.  Each requirement must be tested against itself and against each of the others to determine if they duplicate each other, conflict, or over-lap in some way.  This can be achieved by taking a set of requirements in a given document and pasting them into a 2 * 2 table as both row and column items.



	
	Non-over lapping
	Each intersection is then examined. If a problem is found it is flagged by entering a value or code in the cell.  Sometimes overlapping requirements might indicate a level of restructuring is needed.



	
	Not duplicated
	These are then managed until resolved by modifying either or both requirements through rewriting the requirement or negotiation with stakeholders or designers.  The matrix also provides evidence for the requirements or design review that this critical, if slightly onerous, task has been completed.



	
	Traceable (traceability of requirements is complete)
	Starting at the higher level requirement, see which lower level requirements or design elements it can be traced to.  Review if they are appropriate traces, and collectively determine if the lower level traces adequately explain how the higher-level requirement will be achieved.  Where they trace to several requirements, ensure they are compatible and consistent.  Finally check each higher-level object traces down, and each lower level requirement or design element has at least 1 upward trace.  This will ensure that no orphans exist.  Focusing on business processes rather then system functions can help to prevent incompleteness.  If a requirement lacks information, tagging the requirement with TBD (to be defined) will help to highlight gaps.  These gaps must be covered before the requirement is considered to be complete.



	
	Consistent terminology
	Where domain or specialist terms, names or documents are mentioned, ensure they are used consistently.  This is best achieved by defining these terms in the glossary

.

	
	Prioritised 
	Assign a customer implementation priority to each requirement, feature or use case to indicate how essential it is to a particular product release.  If all requirements are regarded as equally important, the project manager loses a degree of freedom for responding to new requirements added during development or budget cuts, schedule overruns or the loss of project resources.


NB: Once input to the document is complete, the contents table will need to be updated. The easiest way to do this is to highlight the whole document (by pressing the Control key and the “A” key at the same time) then pressing the F9 key. Select the “Update Entire Table” option then press OK
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