
 

Information Technology Intern – Internship  
 
Job Title: Information Technology Intern – IT Managed Service Line – Internship  
Location: Metro Washington, DC Area 
 
About SAIC 
SAIC is a leading technology integrator providing full life-cycle services and solutions in the technical, engineering, 
and enterprise information technology markets. SAIC's deep domain knowledge and customer relationships 
enable the delivery of systems engineering and integration offerings for large, complex government and 
commercial projects. SAIC's approximately 13,000 employees serve customers in the U.S. federal government, 
state/local, and global commercial markets, specializing in providing a broad range of higher-end, differentiated 
technical capabilities. Headquartered in McLean, Va., SAIC has annual revenues of about $4 billion. 
 
Service Line Overview 
The IT Managed Services Service Line maintains and provides support for IT operations used by SAIC customers. 
Repeatable services are designed and built to reduce costs and cycle times, eliminate failures, and improve 
customer satisfaction. Services can be delivered as a packaged solution, or tailored to meet specific contract 
requirements, and can be provided from an SAIC location, a customer site, or a combination of both. Examples of 
services we provide include, operations for communications, networks, data centers, applications, enterprise IT 
systems and applications, cyber defense, help desk and end user services, end user device management, asset 
management, patch management, release management, desktop management, and server and storage 
management. 
 

Job Description 
 
Information Technology Intern 
Intern is responsible for assisting the project team with integrated security system and physical control solutions 
that will ensure proprietary/confidential data and systems are protected.  Assist with activities which may include 
one of more of the following: Configuring and validating secure systems and physical controls, and testing 
security products and systems to detect security weakness. 
 

Qualifications: 
To be considered for the Intern program students must be enrolled as a full-time or part-time student at any 

degree level and meet the following requirements:  

 
Required Skills 

 Majoring in Computer Science, Industrial System Engineering, Information Technology, Computer 
Engineering, or related IT discipline 

 Some past leadership experience 

 Community and/or campus involvement 

 Strong technical skills including understanding of software development principles 

 U.S. Citizenship preferred 

 Ability and obtain and maintain a SECRET Security Clearance      

 Willing to live and work in the Metro Washington DC area  



 

Preferred Skills 

 Ability to quickly adapt to a changing environment 

 Ability to quickly learn new concepts and software is necessary 

 Candidate should be a self-motivated, independent, detail oriented, responsible team-player 

 Strong communication skills, both written and oral 

 Ability to multi-task and support multiple priorities 

 Strong Analytical and Problem Solving Skills 

 Excellent teamwork and interpersonal skills 

 Ability to handle multiple clients and multiple team members with confidence 
 

Visit www.saic.com/collegerecruiting to learn more about our culture, benefits and opportunities. 

internship 
 

http://www.saic.com/collegerecruiting

